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On the Calculation of the Incomplete MGF
with Applications to Wireless Communications

F.J. Lopez-Martinez, J.M. Romero-Jerez and J.F. Paris

Abstract— The incomplete moment generating function
(IMGF) has paramount relevance in communication theory,
since it appears in a plethora of scenarios when analyzing
the performance of communication systems. We here present a
general method for calculating the IMGF of any arbitrary fading
distribution. Then, we provide exact closed-form expressions for
the IMGF of the very general x-u shadowed fading model,
which includes the popular -4, n-11, Rician shadowed and other
classical models as particular cases. We illustrate the practical
applicability of this result by analyzing several scenarios of
interest in wireless communications: (1) Physical layer security in
the presence of an eavesdropper, (2) Outage probability analysis
with interference and background noise, (3) Channel capacity
with side information at the transmitter and the receiver, and (4)
Average bit-error rate with adaptive modulation, when the fading
on the desired link can be modeled by any of the aforementioned
distributions.

Index Terms—Fading channels, -1 shadowed fading, moment
generating function, physical layer security, secrecy capacity,
outage probability, channel capacity, bit error rate.

|I. INTRODUCTION

analysis in cellular systems |14, 115], adaptive scheduling
techniques | [16], cognitive relay networks [17] or physical
layer security [[18]. Despite its usefulness, to the bestwf o
knowledge the expressions of the IMGF are largely unknown
for fading distributions other than the classical ones:|Bigh,
Rice, Nakagamin and Hoyt. In fact, a general and systematic
way to find analytical expressions for the IMGF does not
yet exist, thus requiring the use of state-of-the-art nicaér
techniques for its evaluation! [2].

Thence, there is a twofold motivation for this paper from a
purely communication-theoretic perspective: first, wespra
a general theory for deriving the IMGF of the SNR for an
arbitrary distribution. Specifically, we show that the IMGF
any fading distribution is given in terms of an inverse Laplace
transform of a shifted version of the MGF scaled by the
Laplace domain variable. This implies that the IMGF should
have a similar functional form as the cumulative distribati
function (CDF). Secondly, we exemplify the usefulness & th
result by deriving a closed-form expression for the IMGF of
the k-p shadowed distribution [7, 19], which includes popular

HE moment generating function (MGF) has played fading distributions such as-u, n-u [20, [21] or Rician-
pivotal role in communication theory for decades, as shadowed|[22] as particular cases, and for all of which the
tool for evaluating the performance of communication syste IMGF had not been previously reported.
in very different scenarios [1-4]. The MGF of the signal-to- |n order to illustrate its practical applicability, we inttuce
noise ratio (SNR}y, defined as the Laplace transform of thgeveral scenarios of interest in wireless communicatidss:

Probability Density Function (PDF) of, is well-known for

a main application, we focus on a physical-layer security

most popular fading distributions [5-7] and hence enalleaf set-up on which two legitimate peers (Alice and Bob) wish
simple characterization of the performance metrics ofrég#e to communicate in the presence of an external eavesdropper

in closed-form.

(Eve). The characterization of the maximum rate at which

A more general function extensively used in communicatiaf secure communication can be attained, i.e. theecy
theory is the so-called incomplete MGF (IMGF), also refdrrecqpaciry Cs, is a classical problem [23, 24] in communication
to as truncated MGF, or interval MGF. This function has afheory. Remarkably, the research on physical-layer sgcofi
additional degree of freedom by allowing the lower (or eguiv communication systems operating in the presence of fading
lently, upper) limit of the integral in the Laplace transforsay  has been boosted in the last years ever since the originabwor

¢, to be greater than zero (or equivalently, lower thaj and

in [25, [26]. The fact that Eve and Bob observe independent

also appears when characterizing the performance in a rumigling realizations adds an additional layer of security to

of scenarios of interest: order statistics|[8—11], symimal hit

communication compared to the conventional set-up for the

error rate calculation with multiantenna reception! [12], 13Gaussian wiretap channel [24]. Hence, a secure communica-
capacity analysis in fading channels [2], outage probigbilition is feasible even when the average SNR at Bob is lower
than the average SNR at Eve.

In the literature, there is a great interest on understandin
how the consideration of more sophisticated fading models
than Rayleigh may impact the secrecy performance attending
to different metrics: the outage probability of secrecyawty
(OPSC), the probability of strictly-positive secrecy ceipa
(SPSC) or the average secrecy capacity (ASC). Specifically,
fading models such as Nakagamif27], Rician [28], Weibull
[29], two-wave with diffuse power| [30], Nakagami{31]
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or k-u [32] have been considered. However, the statistic8ection[ V.
characterization of the OPSC in a tractable form is often
unfeasible due to the involved mathematical derivatiommsisT Il. M ATHEMATICAL RESULTS
approximatipns are usual!y required for eyaluating the OPS. Definition 1 (Lower IMGF): Let X be a non-negative ran-
[30, 132], being only E’oss'ble the calculation of the SPSC Bom variable and, a non-negative real number, the lower
closed-form|[28} 29, 32]. IMGE of X is defined as

Very recent works have proposed novel approaches P(/)I

. o ) ¢
deriving the secrecy performance metrics in a general way: i l A sx
[33], a duality between the OPSC and the outage probability Mix(s,¢) /0 e x (z) de. @
analysis in the presence of interference and backgroursgnoi
was presented, which greatly simplifies the analysis of the
OPSC calculation for an arbitrary choice of fading distribud
tions for the desired and eavesdropper links! In [34], a edifi

Definition 2 (Upper IMGF): Let X be a non-negative ran-
om variable and a non-negative real number, the upper

MGF approach to the analysis of physical-layer security WGF of X'is defined as

. . . . S
W|reles_s systems was introduced, allowing for a num(_erlcal M (s,0) é/ e fx (2) dz. )
evaluation of the secrecy performance metrics for arbjitrar ¢

fading distributions.

all?vsvsvﬁgiyh?glgsszeb;hneb%ris/gfjé';%pgﬁzggn gf gurecr::’;lrzlitObviously, the MGF ofX is obtained from these IMGFs as
the IMGE of the SNR at Bob at _f_y yl P ?h Mx(s) = Ml (s,00) = M%(s,0). Both incomplete IMGFs
€ ot the at bob at some Speciic values. ugrgeeasily related through the following equation

the OPSC (and hence the SPSC as a special case) can
evaluated in closed-form provided that such IMGF is given in MY (5,¢) = Mx (s) — Mk (s,0), (3)

closed-form. This is exemplified for the very general case of _ _
the k-1 shadowed distributiorl [7]. In the following Lemma, we present a general expression for

We also illustrate how the IMGF can be used to obtain othf}e IMGF of an arbitrarily distributed non-negative random
performance metrics in relevant scenarios in communinatiXa”able' i i )
theory which, despite looking rather dissimilar at a firstrgle,  L¢ma 1: Let X be a non-negative random variable with
they all require for the computation of the IMGF. The first onMGFMW(S)' Its lower IMGFs can b‘? computed_by the inverse
of these additional scenarios is the outage probabilityyaisa Laplace transform of the scaled-shifted MGF, i.e.
of wireless communications systems affected by interiesgen (1
and background noise. As previously stated, this probles wa M (s,Q) = L7 {]SMX (s =p)ip,2= C} SN
recently shown to be mathematically equivalent to the OPSC A e
in [33]; thus, the outage probability in this scenario wika Where L{h(z);z,p} = [" e P*h(z)dz represents the
be expressed in terms of the IMGF under the same conditids@Place transform from the-domain to thep-domain, and
assumed when computing the OPSC. The second additiokal {7 (2):p,z} the inverse Laplace transform from the
scenario is related to the analysis of the channel capatignw P-domain to thez-domain. _
side information is available at both the transmitter anel th ~ Proof: Let us consider the upper IMGF (1) as a
receiver sides [35]. According to the framework introduged function of the upper integration limit, i.e.

[2], the capacity in this scenario can be expressed in terms z

of the IMGF. Finally, we also analyze a classical perfornganc A(z) = /0 e fx (z) de. (5)
metric in communication theory, which is the average hiter ) .

rate (ABER) with adaptive modulatioh [36]. The ABER in this' "€ Laplace transform of\(z) in the p-domain can be
scenario undenrbitrary fading is also given in terms of the €XPressed as

IMGF of the fading distribution. S 1 sz

The remainder of this paper is structured as follows: in seblA ()2t =L {/o ™ fx (v) dz; Z’p} = 55{6 fx (2)52p}
tion[ll] the main mathematical contributions of this paper a 1 1
presented, within the most relevant is a general way to ueyiv = —£{fx (z);2,p — s} = ]—?MX (s—p),
the IMGF of any arbitrary fading distribution. Closed-form (6)
expressions for the IMGF of the-,« shadowed distribution are where both the definite integral property and the modulation
also given, as well as for all the special cases includecitherproperty of the Laplace transform have been applied in order
(k-p, n-p, Rician shadowed, Rician, Nakagami-Nakagami- to complete the proof. ]

g, Rayleigh and one-sided Gaussian). Then, in Sediidn IlI

these mathematical results are used to present an IMGRtbaseThis Lemma provides a general way of computing the
approach to the physical-layer security analysis in wagleIMGF of any fading distribution in terms of the conventional
systems. Sectiof IV is devoted to illustrate how additiondMGF. Interestingly,[(¥) involves an inverse Laplace transf
scenarios of interest in wireless communications can a¢so &f a shifted version of the MGF, scaled by the Laplace
analyzed by using the IMGF. Numerical results are givettomain variablep. Thus, it is expectable that the IMGF has a
in Section[¥, whereas the main conclusions are outlined fianctional form similar to the CDF, since the CDF arises as a
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particular case of the lower IMGF when evaluatedsig- 0, To perform the inverse Laplace transform the following pair
ie. can be considered [42, pp. 290]

Fx (¢) = Mx(0,¢). ()

—1 ™) A . _
This result also suggests that the IMGFaafy distribution L {5177 ©37 (Brs s B s My o A ) ’I’p} =
for which either the CDF or the MGF are not available T (v) ( )\1)—61 ( \ )—Bn

in closed-form, will not be likely to have a closed-form = o » 1- ?n

expression. Otherwise, we would be finding an expression for
P g P Re {7y} > 0,Re {p} > max{0,Re{A\1},...,Re{\}}.
(a0

such CDF or MGF as a special case. This is the case of some
relevant fading distributions in the literature like Durgand
Rappaport's Two-Wave with Diffuse Power (TWDP) fadin
model [37], or the Beckmann distribution [38,/ 39]. The CDF [t must be noted that the IMGF here obtained has the same
for these distributions is only available in integral forbyt functional form as the CDF given inl[7, eq. 6]; thus, evalogti
their MGFs have a closed-form expression [4, 5]. Anothefie IMGF has the same complexity as evaluating the CDF.
valid example is the Lognormal distribution, for which the o )
CDF has a closed-form expression in terms of the Gaussiarf-0rollary 2: Let~ be a Rician shadowed random variable
Q-function, but its MGF has been largely unknown![40]. With E{7} =7, and hon-negative real shape paramefers

As consequences of Lemnid 1, the IMGF of any nof@ndm, 1.,y ~ Skm(7; K, m) [22]. Then, its lower IMGF is
negative RV can be obtained in a very general form by &iven in the second entry of Tate I.
inverse Laplace transform operation over the MGF. As we Proof: Specializing the results for the-n shadowed
will now show, this Laplace transform can be computed iélistribution for x = 1, the IMGF for the Rician-shadowed
closed-form for a number of fading distributions of int¢rescase is obtained witl = «. ]

In the following corollaries (and summarized in Talile 1), Again, the IMGF of the Rician Shadowed distribution has

we derive cI_ose_d-f(_)rm expressions _for the IMGF of “?' * the same functional form as its CDF [43]. We must note that
shadowed distribution and the special cases |ncluded|mer%r the case ofm € Z, we have thatbs(l — m,m;2;-,-)
’ 2 - ) )Ly Ty”

namely the R'.C'an shadoweg,-u anq - distributions. Al function reduces to a finite sum of Laguerre polynomials
these expressions are new in the literature to the best of ([‘hu eq. 4]; similarly, form being a positive half integer

knowledge. then ®5(1 — m,m;2;-, ) function reduces to a finite sum of
Corollary 1: Let v be ax-u shadowed random variableKummer hypergeometric functions, modified Bessel funcion

with E {y} = ¥, and non-negative real shape parameters and Marcumé) functions [43, eq. 7].

andm, i.,7 ~ Swpm (7; 5, , m)M [7]. Then, its lower IMGF

is given in the first entry of Tab[é I, wheg;, (-) is the bivariate

confluent hypergeometric function defined|in/[41, eq. 9.2pb1. . S .
yperg : d P i.e, vy ~ Suu(v; K, 1) [20]. Then, its lower IMGF is given in

Proof: For the sake of clarity let us write the MGF of the _ . .
k-1 shadowed distribution as follows the third entry of Tabl&l I, wher@,, is the generalized Marcum

Q function of u-th order [5].

)
gJoining [9), [(2D) and Lemnid 1 the proof is completed. m

Corollary 3: Let v be a k-u random variable with
E {v} = #% and non-negative real shape parameteind .,

My (s) = (=D)F*A(s —a)™ H(s = b)™ Proof: Using the MGF of as-u distributed RV~ in [6],
_opEm™ (1 + RN and according to Lemnid 1, the lower IMGF can be expressed
~ ekt m)” as

p(l+k) : (8)
4= ——"— l _pr—1J1 .
3 M (s,2) = £7 { Mo (s = p)ip 2}
_ M(l + ’i) m 101 pH (14K KYS— 1KY .
b= ¥ pk+m =L {5 (W(itr)—7stap)F P (u(ﬁl—)—%slpa_p) 1P Z} ,

11
In order to apply Lemmal1, the scaled-shifted MGFyab (1)

first expressed as follows After some algebra, the terms i {11) can be conveniently

1 A(=1)# S m rearranged so the inverse Laplace transform has the fol@pwi
Iy s—p) = 25 s —p— ) form:
p p :
A
=—(p—-—s+a)" Hp—s+b ™ )\ # .
P )" ) ML (s, 2) = exp (—ur) (m; >) exp ((S _ n(i+ >) Z) «

(12)

5
A s—a\\"" s—b\\ " -1J)_1 1 1 2R |
()0 ()" e e ()
e (-(5) ()
T oplte \ T - '

P b b (9) This inverse Laplace transform can be calculated in terms of
the bivariate confluent hypergeometric functidp(-) defined

1The symbol~ reads asuatistically distributed as. in [41, eq. 9.261.3] by using the transform pairlini[44, 424.
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This yields communication links between Alice and Bob, and between
M (1) 2 w(145) Alice and Eve, respectively.
5 (s,2) = Tt )77 exp (np) P (S INE] 2) In many cases, Eve’'s channel state information (CSlI) is

x D3 (1, w+1; (@ — s) z, Mz) , not available at Alice and hence information-theoretiasitg
(13) cannot be guaranteed. This may be the case on which Eve

Finally, we make use of the existing connection betwe i @ passive eavesdropper, and hence Alice has no way to
Y 9 Have access to Eve's CSI. Conversely, perfect knowledge of

thef (I)?’(t.l’ﬂ +ﬁ.; (;]; II)1) lf(tjm(;tlon aIEd :&e gtjpne[rzljzed '\girctumBob’s CSI by Alice can be assumed. Thus, Alice selects a
tcr%- unc 'O.?’ whic h 0 Sd?jm < d ar;llng [45, eq. 34] to constant secrecy rat®s for transmission; in this situation,
€ specilic case here addressed, we have the outage probability of the secrecy capacity (OPSC) gives
@3 (1, 4+ 15a,b) by —4 b the probability that communication at a certain secrecg rat
= 2 11— 2242 . . . _
Mp+1) P (a + “) “ @ a» Vo0 Rs > 0 cannot be securely attained. This metric is computed
(14) as follows

Combining this equation witH (13) yields the final expressio

given in the third entry of Tablg I. This completes the prootpR 2fs
. S

£Pr{Cs < Rs}=Pr {’Yb < (QRS —1) <m% + 1>}

Note that the IMGF is given in terms of the well-known (16)
Marcum@Q-function, just like the CDF of the-; distribution =1-Pr{Cs > Rs}. 17)
originally derived by Yacoub [20].

Corollary 4: Let v be a n-u random variable with The probability of strictly positive secrecy capacity cae b

E {7} =7 and non-negative real shape paramete&nd i, obtained as a particular case bfl(16) by settityg= 0.

i.e, v ~ S,u(v;m, 1) [20]. Then, its lower IMGF is given in  Finally, another secrecy performance metric of interest is

the fourth entry of Tablél I. the e-outage secrecy capacify.. This is defined as the largest
Proof: Leveraging the recent connection betweenshe Ssecrecy rateg for which the OPSC satisfiedPg < ¢), with

shadowed distribution and they distribution [21], the IMGF 0 < e < 1. For a certair, this metric is computed as

of then-u power envelope in format 1 is obtairebly setting

the pﬁrameters of the-u shadowed distribution ta = 24, C.2 sup {Rs), (18)

,%22—77’7 andm = p. [ | Rs:Prg<e

This expression is coincident with the one obtained in [45],
and also has the same complexity as the original CDF for thewe will first assume that the fading experienced by the

n-p distribution derived ini[46] . eavesdropper can be modeled by th@ shadowed distribu-
tion, i.e.ve ~ Sipm (Ye; K, 1, m). This distribution [[] is well
l1l. APPLICATION TO PHYSICAL LAYER SECURITY suited to model both line-of sight (LOS) and non-LOS (NLOS)

scenarios, and also includes most popular fading distabst

in the literature as special cases. We will also consider tha
Aided by the preViOUS mathematical reSUItS, we will NOWhe fad|ng Severity parameteﬁsandm take integer Va]ugs

show how the IMGF can be used to directly analyze thgnich allows for a simpler mathematical tractability.

performance in wireless scenarios. Specifically, we aimeto d With this only restriction, and founy arbitrary fading

termine the physical layer security of a wireless link betwe distribution at the legitimate link between Alice and Bobhe t

two legitimate peers (Alice and Bob) in the presence of psC can be computed using the following Lemma:
external eavesdropper (Eve) [25, 26]. We first consider that

Bob, Eve and Alice are equipped with single-antenna devices ..., 2. Let us consider the communication between two

the inclusion of multiple antennas at Bob or Eve will be Iat%gitimate peers A and B in the presence of an external

discussed in this section. Depending on the characteyisfic eavesdropper E. Lef, and 7. be the instantaneous SNRs
the propagation environment, random fluctuations affgatie  ; g 5nd E respectively, ang, and 7. the average SNRs

desired and wiretap links need to be modeled with a specifie g and E respectively. e ~ Syum (Ves Fes fle, me) With

distribution. o , , i)u, m} € Z7F, then for any finite rateRg > 0 the OPSC can
The performance in this scenario can be characterized by

the secrecy capacit§'s, defined as

14+ 3This can be justified as follows: the parametein the -y distribution
> 0, (15) introduced by Yacouli [20] was defined as the number of clsstemultipath
T4+ waves propagating in a certain environment; thus, accgrttirthis definition

; e consideration of integet is related to the physical model for thep
where b and 7e are the instantaneous SNRs at Bob an stribution. Equivalently, the restriction oh to take integer values does

Eve, respectively, and), andC. denote the capacities of thenot have a major impact unless the LOS component is affecietigavy
shadowing (i.e. very low values of). In practice, this restriction has a
2According to the original definition i [20], this format irigs thatn €  negligible effect, and specially when they shadowed distribution is used
[0, 00) to approximate thes-p distribution in a more tractable form_[47].

A. Single-antenna scenario

Csﬁcb—ce—10g2<
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be expressed in terms of the IMGF ¢f as in Corollary 5 has a negligible effect in practice, while
1 simplifying the analysis.
CyeBi —ap)" "M (5 z) + ML oAf now assuming Rayleigh fading also for the legitimate
Z ¢ TX:O kzo ki(r—k)! s=Bi chann(()ai:y the OPSC expression[inl(20) reduces to the one orig-
mie1 inally calculated inl[25]. This can be checked by setting 0

+ F, (a) and y = 1 in the IMGF of thex-p distribution in the third
oa entry of Tablelll. Using the equivaleneg, (0, v2z) = ¢

= Zceaﬁl Z Z kl(?ﬁk) i va(s &

r=0 k=0
(19) givenin [5, eq. 4.45], and after some manipulations we obtai
. Rg _ ~
whereF,, (-) is the CDF ofy,, a = 25 -1, ; = 1/(2%Qy), Pro—=1l-¢ b %R —. (21)
and the paramete®/, m;, 2; andC; are related tos, u, m Mo + 25557

and#,. as described in Tablelll in Appendix B.

. B. Extension to the multi-antenna scenario
Proof: See AppendiXA. _ _ o
In the previous analysis, we have explicitly assumed that

Expression[{35) yields the OPSC in any scenario on whielll the agents in the system are equipped with single-aatenn
the eavesdropper’s fading channel can be modeled with #evices. We here show that the extension for the case on which
x-u shadowed distribution, fotny arbitrary choice of the Eve and Bob are multi-antenna devices can be straightfor-
fading distribution for the legitimate channel. Thence,vem wardly carried out.
use the results in Table | combined with (3) to derive anedti ~ First, note that in the derivation carried out in Appendix A
expressions for the secrecy performance in those scermriosn order to prove Lemma 2, there is neither any restriction
which the fading at the desired link can be modeled by thelated to the number of antennas used by Bob, nor related
generalx-u shadowed distribution, or any of the particulato the combining strategy carried out. Hence, Lemma 2 can
cases included therein. Note that there is no need to retteic be applied as is for a multi-antenna configuration at Bob.
parameterg: andm of the legitimate channel to take integeln this case, the only requirement to derive the OPSC is to
values, as the IMGF derived in Taljle | holds for gy m} € determine the IMGF of the SNR after combining. For instance,
R. if maximal ratio combining (MRC) is used by Bob we have

In some scenarios, Eve may only have access to signdiaty, = Zij\;Bl b, and
arriving from NLOS paths|[48, 49]. Under this premise, we
can assume that the eavesdropper link can be modeled by M HM (i, 2 (22)
the Rayleigh distribution. This leadg to be exponentially 7).
distributed with average SNR., i.e.v. ~ Exp(%.). Thus, the

following corollary arises as a special case of Lemma 2. Where Np is the number of receive antennas at Bab,
denote the per-branch instantaneous SNRs, and independenc

Corollary 5: Let us consider the communication betweehetween receive branches has been considered.

two legitimate peers A and B in the presence of an externalWhen assuming multiple antennas at Eve with i.i.d.
eavesdropper E. Lef, and~,. be the instantaneous SNRs abranches undek-y shadowed fading, the extension is also
B and E, respectively, ang, and4. the average SNRs at Bstraightforward when considering that Eve performs MRC
and E, respectively. Ify. ~ Exp(7.), then for any finite rate reception in order to maximize the receive SNR; since the
Rs > 0 the OPSC can be expressed in terms of the IMGF efim of N i.i.d. x-p shadowed random variables is alsq:
v, as shadowed-distributed witp., = Ng - i, meg = Ng - m and

Y. = Ng - v., the OPSC in the multiantenna scenario can be

2fs 1 1 .
l R Rg - U
=M, (0,275 — 1) + e2"5v MJ, (—2RS%,2RS - 1) expressed as in Lemma 2.

2RS_ ) )
Te (20) A. Outage probability analysis with interference and back-
ground noise

Rg _
=F,, (2% 1) + e M, (—; 2fts 1 IV. OTHER APPLICATIONS

where %, (-) is the CDF ofy. The performance characterization of wireless communica-

Proof: Following the same derivation in Appendi A andion systems in the presence of interference is a very iraport
settingx = 0 and . = 1 yields the desired result. m Problem in communication theory, ever since the advent of
digital cellular systems, whose performance is known to
Note that these results provide a systematic way to derige limited by the interference received from nearby cells.
the OPSC for any arbitrary fading distribution in the legidite Let us denote ag, the instantaneous SNR at the intended
link, provided that the IMGF of the SNR at Bob is knownreceiver, and let us denote asthe aggregate instantaneous
We must also note the OPSC fgg > 7. does not depend interference-to-noise ratio corresponding to the set @frfar-
on the distribution ofy., but only on the distribution ofy, ing signals affecting the receiver.
and the average SNR at Ege [31]. Thus, the consideration The outage probability in this scenario, defined as the
of Rayleigh fading for the eavesdropper link as performgutobability that the signal-to-noise plus interferencéoras
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below a given thresholdi, can be calculated as rate (BER) constraint. In this scenario, the average BER

of adaptive modulation with\/-QAM is well approximated
ORw = Pr{ya <7 (7 + 1)}, (23)  using [36, eq. 9.7] and [36, eq. 9.72], as
As pointed out in|[33], expressions (23) ahd](16) are for- N-1 .

mally equivalent, up to some scaling of the random variables 2 k; f%.il 0.2exp (—1-5ﬁ) fy (7) dy

and settingy, = 2% — 1. This means that both QP and P~ =1 — , (27

Prs will have the same functional form for the same choice Sk [ () dy

of distributions. j=1 =

systems in the presence of interference and background n@&§R N is the number of fading regiong;y;} are the SNR
in a - shadowed{-. shadowed scenario, which is an opegyitching thresholds ank; is the number of bits per complex
problem in the literature, is directly obtained by using thgympol employed \,\,her'%_71 < 4 < ;. Note that the

IMGF given in the first entry of Table I, under the same corenominator in [{27) represents the exact average spectral
ditions assumed in Sectiénllll. Recent results in the lité& efficiency and, for conveniencey_; 2 co. Using the IMGF

arise as special cases [50]. of ~, the following closed-form expression is obtained as
N—-1
B. Channel capacity with side information at the transmitter 0.2 Z k; {MQ(—ﬁ, Yj-1) — M%(_%a 7,7‘)}
and the receiver P~ =1 T
Let us now consider the scenario on which a transmitter, >k {Mg(o,wj_l) — MQ(O,%-)}
=1

subject to an average transmit power constraint, commtasca

with a receiver through a fading channel. Assuming perfect Nt { . 15 . 15 }
X . : 2 k; — Y1) — — 2=

channel knowledge at both the transmitter and receivesside 0 J; i (M5 Fi—1 1) = Mo ( 2’%_1’%)

the transmitter can optimally adapt its power and rate. The ~ N—_1

Shannon capacity in this scenario is known to be given by the Z ki {Fy(vj—1) — Fy(v;)}

following expression| [35], =1

(28)

o /oo og <l) £ (1), (24 Therefore, the average BER in this scenarioday fading
0 Yo distribution can be easily obtained by evaluating a finitenau
where a normalized bandwidtlE = 1 was assumed for Per of terms involving the IMGF. More specifically, closed-
simplicity. In (22), v is the instantaneous SNR and is a form results new in the I|_teratl_1re_car_1 be obtamed_ for the cas
cut-off SNR determined by the average power constraint. /A the k-1 shadowed fading distribution and special cases.
alternative expression for this capacity was proposedlimn[2
terms of theE;-transform, which makes use of the exponential
integral functionE;(-) as integration kernel, yielding In this section we provide numerical results for some of the
- practical scenarios previously analyzed. Specificallyfocris
C = L/ Ei(—x) exp(2)¥(z, vo)dz (25) on the outage probability of the secrecy capacity studied in
log(2) Jo ’ ’ Section[dI] under different fading scenarios. We assume tha
where the ancillary function’(z, o) is defined as Bob and Eve are only equipped with one antenna, and for the
" eavesdropper’s channel we set= 0 and . = 1. The effect
U(z,70) 2 MY (17:6) I 1 OM; (s, 2) .. (26) of system parameters on theoutage secrecy capacity is also
"\ "o Yo ds T investigated. All the results shown here have been analitic

Thus, equatior{25) provides an alternative way of compLﬂbta_ined by the d@r_ect evaluation of the gxpres_sions deeslo
ing the capacity in this scenario for an arbitrary distribotof 1" this paper: Additionally, Monte Carlo simulations haween
the SNR, in terms of the IMGF and its first derivative. Usin§€rformed to validate the derived expressions, and are also
the expressions for the IMGF derived in Table |, Capaci[?ﬁ'esented in all figures, showing an excellent agreemeht wit

results are obtained for the-; shadowed fading channels,Ne analytical results. Details on how to compute the conflue
jvariate function®, are given inl[7, App. E].

and all the special cases included therein. These resuts t&' - , o )

also new in the literature. Ip Figs.[1EB, the OPSC_: is represented considering different
fading models as a function of the average SNR at Bglior
different sets of values of the fading parameters. We assume

C. Average bit-error rate with adaptive modulation in these figures that the normalized rate threshold valud use

Adaptive modulation makes use of channel knowledge at tteedeclare an outage Bs = 0.1, and an average SNR at Eve

transmitter side in order to optimally design system patanse 7. = 15 dB.

such as constellation size, transmit power, coding rates an Figs.[1 and_R, show results for they shadowed fading

schemes, and many others|[36]. One extended alternative is¢onsidering, respectively, smak & 1.5) and large £ = 10)

design of the constellation size and power in order to mazeémiLOS components in the received wave clusters for different

the average throughput, for a certain instantaneous tot-ervalues of theu parameter and also considering light & 12)

V. NUMERICAL RESULTS
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Fig. 1. Outage probability of secrecy capacity under shadowed fading as Fig. 3. Outage probability of secrecy capacity under Righadowed fading

a function of#,, for different values ofn and . Parameter values: = 1.5,
5. = 15 dB and Rg = 0.1.

as a function ofy,, for different values of K and m. Parameter values:
Fe =15 dB andRg = 0.1.
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Fig. 2. Outage probability of secrecy capacity under shadowed fading as Fig. 4. Outage probability of secrecy capacity uneet fading as a function
a function of#,, for different values ofn andu. Parameter values: = 10,  of 4, for different values ofx and . Parameter valuesj. = 15 dB and
Je =15 dB andRg = 0.1. Rs =0.1.

or heavy {n = 0.5) shadowing for the LOS components. Asvhen the LOS components do not experience any shadowing.
expected, as the fading parameteiincreases, the diversity Fig.[8 presents results for they fading, i.e.. in a NLOS
gain increases too, resulting in a higher slope of the curvesenario on which the in-phase and quadrature components of
in the high SNR regime, and with diminishing returns athe scattered waves are not necessarily equally distdbuve
1 increases. Note that represents the number of receivedonsider format 1 of this distribution, for which represents
wave clusters when it takes an integer value. It can also the scattered-wave power ratio between the in-phase and
observed that the performance is always better when the L@&adrature components of each cluster of multipath, and the
components are lightly shadowed, and this improvementnsmber of multipath clusters, whem is a semi-integer, is
much more noticeable for large LOS components. represented by . It can be observed that, when the in-phase
The impact of shadowed LOS components on performanaed quadrature components are highly imbalanged ().04),
can be observed in Figl 3, where the outage probability of thiee performance is poorer. On the other hand, increasing the
secrecy capacity under Rician shadowed fading is presentegnber of multipath clusters have always a beneficial impact
for different values of then and K parameters. It can be on performance, as the instantaneous received signal pswer
observed that it is more beneficial for the performance t&hasmoothed.
small LOS componentsi = 1.5) if they are affected by Fig.[8 shows the normalizedoutage secrecy capacity,
heavy shadowing. Conversely, if the shadowing is mild,darginder - shadowed fading as a function 6f, where the
LOS components always yield a lower outage probabilitysThecapacity normalization has been computed with respecteto th
appreciation can be confirmed by observing the results in Fgapacity of an AWGN channel with SNR equalig We have
[, which depicts the outage probability undey: fading, i.e., assumedn = 2 and an average SNR at Eveff = —10 dB.
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between Alice and Bob to be greater than the average SNR
The corresponding results faru fading are presented in Fig.Of the ghannel betwgen Alice and Eve, since therg is certain
7, also fory, — —10 dB. In both figures it can be observed thaprc_)bab|_l|ty that the instantaneous SNR of the main channel
when the outage probability is set to a high valae=(0.8), being higher than the mstantan_eous _SNR of the eavesqrspper
better channel conditions (i.e.= 6, # = 10 for - shadowed channel {, > ~.) even wheny, < 7. In fact, there is a
fading andu = 4, 7 = 0.9 for 7-u fading) yield a lowere- trade off between the outage probability of the s_ecrecy(mapa
outage capacity. Conversely, better channel conditiossite ' {Cs < Rs} and thee-outage secrecy capacity., where
in a higher capacity for lower values ef Further insight can & NigherC corresponds to a higher outage probabiéyand
be obtained from Figl8, where it is shown the normalizefjceversa. For that reason, results in Figs[16, 7 [And 8 show
e-outage secrecy capacity, underx-u fading as a function that the normalized o_utage_ secrecy capacity may have non-
of the outage probability and for different average SNRs atZ€ro values even whep, < 7. (for high values of).
Eve, assuming an average SNR of 10 dB at the desired link.
We observe that higher outage probabilityeads to higher VI. CONCLUSIONS

Ce, having an important influence the average SNR of the A fundamental connection between the incomplete MGF of
eavesdropper’s channel. It can also be observed that, as ghgositive random variable and its complete MGF has been
channel conditions improve, the normalizedutage secrecy presented. The main takeaway is that the IMGF is expected
capacity tends to one for all values of the outage probgbilifo have a similar functional form as the CDF, and hence
for low values of7.. its evaluation should not require any additional compiexit
Note that wireless communication over fading channeldsing this novel connection, closed-form expressions fier t
does not require necessarily the average SNR of the chanhGF of the x-; shadowed distribution (and all the special



LOPEZ-MARTINEZ et. al: ON THE CALCULATION OF THE INCOMPLETE MGF WITH APPLICATION © PHYSICAL LAYER SECURITY 9

cases included therein) have been derived for the first timePlugging [32) in[(3l) yields

in the literature. This has enabled us to introduce a new u .

framework for the analysis of the physical layer security i 1-—2%s

scenarios on which the desired link is affected by any ahjtr qu {Cs> Rs}p=1- F%(2RS -1 - Z Ciexp <_ 2Rs (), )

fading distribution, and the eavesdropper’s link undesgog - mel =0 SR\ "

i - E— | xr —
sh\z;\\;jeovr\:f)d fading. o 3 o / fou(@)e T Z e ( +2RSQ‘ ) iz,
pe that the results in this paper may facilitate the J2zs_1 — i

performance evaluation for more practical setups related t pe

physical layer security, such as those using artificial @ois (33)

transmission or the collaboration of a friendly jammer, ,and

in general for all the situations and scenarios on which thewhere the parametefd, m;, C; and(; are defined in Table

IMGF makes appearances. [Min the AppendiXB in terms of the parametersy, m and-,
of the eavesdropper’s fading distribution. Using the biram
expansion, and defining = 2%s — 1, g; = 1/(2%sQ;), the

ACKNOWLEDGMENT integral termZ can be reexpressed as
This work has been funded by the Consejeria de Economia, mi—1 (—a)r—*k )
Innovacion, Ciencia y Empleo of the Junta de Andalucie, th 7 = Z Z RI(r — k),ﬁf/ a* o, (@)e P da,
Spanish Government and the European Fund for Regional r=0 k=0 "\ ' «
Development FEDER (projects P2011-TIC-7109, P2011-TIC- mitl o gk Tak/w;b (s,2)
8238, TEC2013-42711-R, TEC2013-44442-P and TEC2014- = D_ D A TG ] I Co)
57901-R). i=0 k=0 z=a

where the general derivative property in the transform doma
was used, in order to identify thig" derivative of the IMGF.

APPENDIXA Finally, using [(3%) in[(3B) and (16) yields
PROOF OFLEMMA 2

s=—8; + F’Yb (O‘) .

M m;—1 r k Afu
_ . - » 0 ,
From the definition of OPSC in[(16), the probability ofPp, = E Cie*Pi E E ,(C,’(fjfk)), M%k(s ?)
achieving a successful secure communication is given by i=0 =0 k=0 Os

(35)
1
Pr{Cs > Rs} =Pr {% < grs (L+m) — 1} - (29 This completes the proof.
Note that. only takes non-negative values; hence, for this

condition to occur in[{29), then the inequality > 2%s — 1
must be satisfied, i.e.

APPENDIXB
CDF OF THE k- SHADOWED DISTRIBUTION FOR INTEGER
FADING PARAMETERS

Pr {'ye < %(1 + ) — 1y < 285 — 1} =0. (30) The CDF of thex-u shadowed fading model was originally
2 given in [7] as
Therefore we can write
-1, m H
o0 Az (+a)-1 F(y) = s _m (1+ fi)mz
PriCs> R} = [ fu@ ([ foow)dy ) da” " TG G m)
200571 ’ 1 0 (/L —m,m; 1+ p; —“(lﬁﬂ) 7_;41;%) H,ﬁnﬂ)
= /ZRS—I Jy (@) Fy, <QTS(1 + ) — 1> dx, (36)
(31)

m

If the fading parameters andm take integer values, this
CDF can be expressed as a finite mixture of squared Nakagami
where F (-) and fx (-) are the CDF and PDF of the randonhistributions, i.e. as a finite sum of exponentials and pswer

variable X, .respectlvely. , , [47]. Manipulating the expressions in_[47], we can compactl
Let us first assume that the fading experienced by t'%?press the CDF as

eavesdropper’s is modeled by i, shadowed distribution

[@]. For integer values ofu and m, the CDF of thek-u M mi—1 ,

shadowed distribution can be expressed as a mixture of gamma F,(y)=1- Z Cie ™ Z 1 <l> , (37)
=0

distributions as described in Appendix B, as follows: =t \

M mio1 , where the parameters;, M and(); are expressed in Table
() =1— Z Cie ™ Z — <l> . (32) [Min terms of the parameters of the, shadowed distribution,
=0

e SLLARE namelyx, u, m and¥.
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TABLE |

LOWERIMGFS FOR THEK-u SHADOWED FADING MODEL AND PARTICULAR CASES INCLUDED THEREN. UPPERIMGFS CAN BE OBTAINED USING THE
MGFs GIVEN IN [6,[7,[22] AND RESTATED IN THE TABLE, AND THEN USING (3).

Fading model IMGF M., (s, z) and MGF M., (s)
—1 m
k- shadowed ./Vllw(s,z) = %z“ X ®o (u —m,m; 1+ p; (s — @) z, (s — @ﬁ) z)
(4r)\m—H
B e
My (s) = FH (prtm)™ (57M(1j’z) m )m
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