
Detecting Fraudulent Services onQuantum Cloud Platforms via
Dynamic Fingerprinting

Jindi Wu
jwu21@wm.edu
William & Mary

Williamsburg, Virginia, USA

Tianjie Hu
thu04@wm.edu
William & Mary

Williamsburg, Virginia, USA

Qun Li
liqun@cs.wm.edu
William & Mary

Williamsburg, Virginia, USA

Abstract
Noisy Intermediate-Scale Quantum (NISQ) devices, while accessi-
ble via cloud platforms, face challenges due to limited availability
and suboptimal quality. These challenges raise the risk of cloud
providers offering fraudulent services. This emphasizes the need for
users to detect such fraud to protect their investments and ensure
computational integrity. This study introduces a novel dynamic
fingerprinting method for detecting fraudulent service provision
on quantum cloud platforms, specifically targeting machine sub-
stitution and profile fabrication attacks. The dynamic fingerprint
is constructed using a single probing circuit to capture the unique
error characteristics of quantum devices, making this approach
practical because of its trivial computational costs. When the user
examines the service, the execution results of the probing circuit
act as the device-side fingerprint of the quantum device provid-
ing the service. The user then generates the user-side fingerprint
by estimating the expected execution result, assuming the correct
device is in use. We propose an algorithm for users to construct
the user-side fingerprint with linear complexity. By comparing the
device-side and user-side fingerprints, users can effectively detect
fraudulent services. Our experiments on the IBM Quantum plat-
form, involving seven devices with varying capabilities, confirm
the method’s effectiveness.

CCS Concepts
• Security and privacy→ Intrusion/anomaly detection and
malware mitigation; • Computer systems organization →
Cloud computing; • Theory of computation→ Quantum in-
formation theory.
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(b) Machine Substitution Attack (c) Profile Fabrication Attack(a) Honest Service

Figure 1: Honest and fraudulent services. (a) Honest Service:
Users select a device based on its profile, and the user’s job
is executed on the selected device as intended. (b) Machine
Substitution Attack: Users select a high-quality device based
on its profile, but the cloud platform executes the user’s job
on a substituted device of lower quality. (c) Profile Fabrica-
tion Attack: The cloud provider fabricates the profile of a
device to falsely indicate improved quality, tricking users
into selecting this misrepresented device.

1 Introduction
Currently, the NISQ resources are readily accessible through cloud-
based platforms, enabling users to harness quantum devices via
the internet without the need for physical ownership [6, 16, 19].
Many companies now offer quantum cloud platforms, broadening
the reach of quantum computing. Notable platforms like Microsoft
Azure Quantum [3] and Amazon Braket [1] offer access to real
quantum hardware from multiple providers such as Quantinuum,
IonQ, Rigetti, Pasqal, Quantum Circuits, etc., through their cloud
services. Users are typically charged based on either machine time
or the types of gates used in their circuits. For example, IBM Quan-
tum Platform’s Pay-As-You-Go plan provides access to advanced
processors for $1.60 per quantum second [2, 5], while IonQ ma-
chines on Azure charge based on quantum operations, starting at
$97.50 for a program that includes error mitigation.

Manufacturing imperfections in quantum computers lead to
varying quality across machines. Consequently, NISQ machines
on these cloud platforms come with a profile that characterizes
each machine, describing the qubit topology, the stability of qubits,
and the error rates of quantum operations [18]. Typically, users
select quantum devices carefully based on these profiles, aiming
to minimize costs and meet specific requirements. For instance, a
user seeking high fidelity in circuit execution might choose a quan-
tum device with the lowest error rates for the required quantum
operators.

However, as quantum computing cloud platforms rapidly evolve,
concerns about their trustworthiness have emerged [4, 12, 15, 21, 22,
24]. On these platforms, users often prefer high-quality, powerful
quantum devices, leaving lower-quality machines idle. This raises
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significant concerns about resource allocation integrity, as cloud
providers might offer fraudulent services to maximize platform
throughput and profitability. As shown in Fig. 1, this integrity can
be compromised if a cloud provider secretly allocates a quantum
device not chosen by the user, potentially failing to meet quality
requirements or leaking private information [17]. Furthermore,
fabricating a device’s profile to present higher quality than actual
performance may mislead users into selecting inferior machines.
Such compromised integrity may lead to a significant discrepancy
between the expected and actual performance of users’ quantum
circuits. Therefore, it is crucial for users to verify the transparency
of hardware allocation and the accuracy of the device’s profile to
protect their interests.

Fingerprinting techniques are used to uniquely identify quantum
devices or detect inconsistencies between device profiles and their
actual performance. Essentially, a device-side fingerprint is created
using the unique characteristics of the quantum device. Users then
access the device to collect these characteristics and construct a user-
side fingerprint. Finally, by comparing the device-side and user-side
fingerprints, fraudulent services can be identified. Existing error-
based quantum device fingerprinting methods have successfully
utilized quantum errors as unique identifiers for quantum devices
[10, 11]. However, they are impractical for current quantum cloud
platforms due to the high costs involved in generating and updating
fingerprints. These challenges stem from the inherent complexity
and instability of quantum errors.

In this paper, we introduce a practical quantum error-based dy-
namic fingerprinting approach that can verify whether a fraudulent
service is provided. The proposed dynamic fingerprinting approach
capitalizes on the diversity of quantum errors without being hin-
dered by their instability. We demonstrate that the noisy execution
result of a single probing circuit effectively captures the unique
characteristics of a quantum device and can serve as the fingerprint
for quantum devices. With this designed device-side fingerprint,
the user-side fingerprint is an estimated execution result for the
probing circuit, assuming it is executed on the target device. To
facilitate this, we introduce a qubit survivability estimation algo-
rithm that predicts the execution result of the probing circuit. If
there is a mismatch between the device-side and user-side finger-
prints, it likely indicates the provision of a fraudulent service. Our
approach is highly efficient in utilizing quantum resources, as it
requires the execution of a single probing circuit. The overhead
involved in estimating the results for this probing circuit is trivial,
scaling linearly with the circuit’s size. We evaluate the proposed
dynamic fingerprinting approach using seven quantum devices
of varying sizes on the IBM Quantum platform. The results indi-
cate that fraudulent services can be detected by setting a threshold
of 0.035 for the Manhattan distance between the device-side and
user-side fingerprints.

The primary contributions of our work are encapsulated in three
main points:

• To the best of the authors’ knowledge, this is the first approach
to introducing a dynamic fingerprint for quantum devices that
capitalizes on the inherent diversity and instability of quantum
errors.

• We analyze the fine-grained error accumulation within specific
quantum circuits, offering a lightweight and reliable method for
estimating their noisy execution results.

• We conducted extensive experiments on an actual quantum cloud
platform, demonstrating the effectiveness and advantages of our
proposed approach.

2 Related Work
Several approaches have been proposed to use quantum errors as
distinctive features for fingerprinting [10, 11]. In [10], carefully
designed testbed circuits are executed multiple times on different
quantum devices, and the noisy results are used to train a machine
learning (ML) classifier to capture distinct error patterns of de-
vices. This classifier can then verify whether a specific quantum
device executed the probing circuit. However, 𝑛 binary classifiers
are required for 𝑛 involved quantum devices, making the cost con-
siderably high. Alternatively, the work [11] aims to create unique
fingerprints based on crosstalk errors by training an ML model
using the noisy results from a sequence of probing circuits to cap-
ture crosstalk error patterns on a quantum device. Although these
methods can identify cloud-based quantum machines and detect
substitution attacks, they demand significant quantum and classical
resources and require retraining after each machine calibration,
making them impractical for current quantum cloud platforms. Fur-
thermore, they cannot detect profile fabrication attacks. To address
these limitations, we propose an efficient error-based approach
for detecting counterfeit quantum hardware, capable of identify-
ing both machine substitution and profile fabrication attacks. This
method is highly practical for implementation on current quantum
cloud platforms, requiring trivial quantum and classical resources

Other characteristics of quantum devices have been explored
for identifying quantum machines. The work [13] investigates the
use of SRAM-based physically unclonable functions (PUFs) to gen-
erate digital fingerprints for quantum devices under cryogenic
conditions, offering a unique and secure method. Moreover, [20]
proposes a fingerprinting method based on qubit frequencies for
fixed-frequency transmon qubits, claiming these frequencies can
serve as reliable identifiers across different quantum machines over
time. However, these methods are not accessible to users relying on
current quantum cloud platforms for detecting fraudulent services.

3 Threat Model
Quantum cloud platforms facilitate services bymanaging job queues
for available devices. Initially, users design circuits tailored to their
specific problems. These circuits are then transpiled into executable
formats compatible with the characteristics of the selected quantum
device, as outlined in its device profile. This profile, detailing qubit
information, qubit topology, and operational errors, is updated daily
following device calibration. The transpilation process includes con-
verting complex quantum gates to basic types supported by the
device, routing qubits in alignment with the qubit topology, and
optimizing gate placement according to error rates. After transpi-
lation, users package these circuits into jobs and submit them to
the job queue of the chosen quantum device, where they await
execution. However, if the transpiled circuit does not align with
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Figure 2: Basic Quantum Error-Based Fingerprinting Approach.

the qubit topology of the quantum device, the cloud platform will
report an error to the user.

In our threat model, we assume that a malicious cloud provider
aims to enhance platform throughput through two primary attacks:
machine substitution and profile fabrication. We assume that the
cloud provider does not modify the user-submitted circuits and
only has the capability to execute them. Therefore, to successfully
run a user’s circuit without reporting errors, the provider may
substitute the selected device with another quantum device that
has the same qubit topology for the involved qubits. We assume
that the platform executes the user’s quantum circuits on actual
quantum devices, rather than simulating them. We assume that
the user has access to the profiles of all available quantum devices
but cannot modify them. In a machine substitution attack, the
provider might assign a lower-quality or underutilized quantum
device to a user’s job, as shown in Fig. 1 (b). This unauthorized
execution, typically without user consent, can lead to compromised
results and negatively impact user interests. Moreover, in a profile
fabrication attack, the malicious cloud provider misled users into
using relatively idle quantum machines by fabricating machine
profiles to display falsely low error rates for quantum operations,
thereby presenting these machines as higher quality than they
actually are, as shown in Fig. 1 (c).

4 Quantum Errors as Fingerprint
Before presenting the proposed approach, we first introduce a
straightforward method of using quantum errors as a device fin-
gerprint, discussing both its advantages and disadvantages.

Distinctiveness. First, we highlight the distinctiveness of quan-
tum errors. While previous methods have successfully utilized ML
techniques to capture the unique error patterns of quantum devices,
we explore the efficacy of quantum errors themselves in distinguish-
ing between devices. We examine three similar quantum devices
on the IBM Quantum cloud, each sharing the same 5-qubit topol-
ogy and gate set. For each device, we construct an error vector
containing error rates associated with operations, such as CNOT
gates and measurements. The error vector is represented as 𝐸 =

{𝐶𝑁𝑂𝑇(0,1) : 𝑒1,𝐶𝑁𝑂𝑇(1,2) : 𝑒2, . . . , 𝑀𝑒𝑎𝑠0 : 𝑒 𝑗 , 𝑀𝑒𝑎𝑠1 : 𝑒 𝑗+1, . . .},
with a total length of 9 for the devices considered. The error rates
are documented in the device profiles, and accessible to users. To
compare device error vectors, we compute the Manhattan distance
between each pair of vectors. A smaller distance indicates stronger

matching. Fig. 2 (a) illustrates that a device’s error vector closely
matches itself and notably differs from others’, confirming that
quantum error is a distinctive characteristic of quantum devices.

Effectiveness. Next, we implement a basic error-based finger-
printing to identify quantum devices, assuming that the profiles of
these devices are authentic. We define the device-side fingerprint
as the error vector 𝐸 constructed by retrieving the error rates of op-
erations from the device profiles. These error rates are determined
during hardware calibration, which includes calculating CNOT er-
ror rates through randomized benchmarking [7–9] and assessing
measurement errors using state preparation and measurement tech-
niques. Similarly, the user-side fingerprint is generated using the
same methods. Fig. 2 (b) details the device-side and user-side fin-
gerprints. To identify the quantum devices, we perform fingerprint
matching by calculating the Manhattan distance between finger-
prints, as illustrated in Fig. 2 (c). It demonstrates that the user-side
fingerprint of a quantum device only strongly matches its corre-
sponding device-side fingerprint and distinctly differs from others.
This basic approach shows the effectiveness of using quantum er-
rors themselves as unique identifiers of quantum devices.

Temporary stability. Additionally, the effectiveness of this ap-
proach demonstrates the temporary stability of quantum errors.
Specifically, in Fig. 2 (b), the error rates were calculated by the
user 7, 23, and 1 hour(s) after device calibration, respectively. Al-
though some error rates show deviations from those calculated
during calibration, most error rates remain similar in value and
do not compromise the differentiation of devices. Consequently,
we conclude that quantum error rates exhibit temporary stability
within the same calibration cycle.

Scalability.Nevertheless, this approach is not scalable because it
requires substantial quantum computing resources. Specifically, cal-
culating a CNOT error rate involves running 60 randomized bench-
marking circuits, and constructing a fingerprint for each quantum
device requires a total of 270 circuits. The number of circuits needed
increases significantly for larger quantum devices. While one might
attempt to reduce costs by selectively calculating and comparing
error rates of a subset of CNOT gates and measurement errors, the
expense of conducting multiple batches of randomized benchmark-
ing circuits remains unavoidable. Additionally, since device error
profiles are updated regularly, frequently updating fingerprints is
crucial to maintain accurate and reliable device identification.
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In summary, while the quantum error-based fingerprinting ap-
proach is effective, its high cost and scalability issues limit its prac-
ticality on current quantum cloud platforms. To address this, we
propose dynamic fingerprinting as an efficient alternative solution.

5 Dynamic Fingerprinting Approach
We present a lightweight dynamic fingerprinting method for detect-
ing fraudulent services on quantum cloud platforms. To improve
computational efficiency, we design dynamic device fingerprints
based on a dynamic characteristic—quantum errors. Unlike previous
error-based fingerprinting methods that create static fingerprints
from dynamic errors and require multiple circuits to collect de-
vice characteristics, as well as costly, frequent updates after each
calibration, our approach incorporates the impact of quantum er-
rors into the probing circuit’s execution results. By integrating
fingerprint generation with user access, we reduce the cost of fin-
gerprint creation and eliminate the need for fingerprint updates.
Our method requires only a single probing circuit for each detection,
significantly reducing computational costs. The overview of this
approach, shown in Fig. 3, consists of three main steps:
• Device-side Fingerprint Generation: Users submit a designed
probing circuit to the quantum cloud platform and use its execu-
tion results as the fingerprint of the quantum device that provides
service.

• User-side Fingerprint Generation: Users estimate the probing
circuit’s execution result as the user-side fingerprint, assuming
it is run on the selected quantum device.

• Fingerprint Matching: Users compare the device-side and user-
side fingerprints to identify potential fraudulent services. The av-
erage qubit Manhattan distance is used to measure the difference
between fingerprints. A distance exceeding 0.035 is considered a
sign of a fraudulent service.

5.1 Device-side Fingerprint
5.1.1 Distinctiveness of circuit outputs. First, we demonstrate that
the noisy execution result of a circuit, influenced by the quantum
operations involved, can serve as a distinctive identifier for quan-
tum devices. An example is presented in Fig. 4. We construct a
3-qubit Bernstein-Vazirani (BV) circuit and transpile it with a qubit
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Figure 5: Distinctiveness of noisy circuit execution results

mapping of [0, 1, 3]. This circuit includes eight different quantum
operations, some of which are repeated multiple times. It is exe-
cuted on four different quantum devices, all of which share the
same or a partially similar qubit topology, allowing the circuit to
run on each. Subsequently, we calculate the Manhattan distance
between each pair of execution results, as depicted in Fig. 5 (a). This
heatmap clearly illustrates that the execution results of the same
circuit on different quantum devices vary significantly, underscor-
ing their distinctiveness and quantifiability, thereby making them
suitable as unique identifiers for each quantum machine.

5.1.2 Dynamic fingerprint design. To make it efficient for users to
construct the user-side fingerprint, we do not use the raw execution
results as the fingerprint of the device. Instead, we utilize the qubit
survival probabilities of the probing circuit. The survival probability
of a qubit refers to the probability of obtaining the correct state
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from that qubit. The survival probability of a qubit is derived by
calculating the marginal probability of the qubit remaining in the
correct state from the generated distribution. Thus, the fingerprint
is defined as 𝐹𝑑 = [𝑠0, 𝑠1, . . . , 𝑠𝑛], where 𝑠𝑖 represents the survival
probability of the 𝑖-th measured qubit. For instance, as shown in
Fig. 6, the left side displays the raw execution results of a circuit.
Knowing that the correct state is |11⟩, where each individual qubit’s
correct state is |1⟩, the survival probability of qubit 𝑞0 is calculated
by 𝑠0 = 𝑃 ( |11⟩) + 𝑃 ( |01⟩) = 0.8. Similarly, the survival probability
for qubit 𝑞1 is 𝑠1 = 𝑃 ( |11⟩) + 𝑃 ( |10⟩) = 0.9. Thus, the device-side
fingerprint is 𝐹𝑑 = [0.8, 0.9]. Note that this straightforward method
of deriving qubit survival probabilities is only applicable to circuits
that generate a single basis state, such as the BV circuit. Fig. 5 (b)
demonstrates the effectiveness of using qubit survival probabilities
as unique identifiers for quantum devices.
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raw execution result.

5.1.3 Probing circuit. To ensure efficient and effective fingerprint-
ing, the probing circuit must meet two criteria. First, it should
generate a single basis state. Circuits with a single basis state re-
sult in a quantum system that lacks qubit state superpositions and
inter-qubit entanglements after execution. This simplification facil-
itates the calculation of survival probabilities, which can be directly
calculated from the raw execution results, as illustrated in Fig. 6.
Theoretically, in a quantum system without superposition and en-
tanglement, the system’s state is the tensor product of its individual
qubits’ states, allowing qubits to be considered independent. Sec-
ondly, the probing circuit should be both complex and small. It
should involve enough noisy quantum operations to capture the er-
ror characteristics of the device, yet remain sufficiently small. This
is because while the user only needs to estimate the survival proba-
bilities of qubits considering operational errors, various errors can
affect the noisy execution result. Therefore, a larger circuit could
decrease the accuracy of user-side fingerprint generation, making
it crucial that the circuit balances complexity with manageability.
In our evaluation, we demonstrate that the 3-qubit BV circuit is an
appropriate probing circuit.

5.2 User-side Fingerprint
The user-side fingerprint represents the expected survival probabil-
ity of the qubits in the probing circuit, assuming execution on the
selected quantum device. To determine the user-side fingerprint,
the user calculates these expected qubit survival probabilities by
utilizing the operation errors recorded in the profile of the selected
quantum device, as illustrated in step 2 of Fig. 3. In this subsec-
tion, we introduce a qubit survival probability estimation algorithm

that allows users to obtain the user-side fingerprint with linear
complexity.

In essence, executing a quantum circuit entails the evolution of
quantum information through a sequence of instructions, known as
quantum state evolution. Unfortunately, quantum errors associated
with noisy operations accumulate over time, resulting in a gradual
decrease in the survival probability of the qubits. The output state
of a circuit is determined by the states of its measured logical qubits,
which pass through a series of noisy quantum gates andmay require
transfers between physical qubits. Consequently, our focus is on
assessing the survival probability of these measured logical qubits.
It has been shown that the amount of induced error is related to the
involved gates, physical qubits, and qubit links [14]. To understand
the effects of accumulated errors, we formulate a detailed gate-
by-gate analysis that tracks the diminished survival probability of
logical qubits across the quantum circuit. This survival probability
of a qubit quantifies the likelihood that it maintains the correct
quantum state after noisy operations. It is essential to note that we
focus on the change in the survival probability and do not consider
the exact state of the qubit during this analysis.

Qubit survival probability estimation algorithm. In this
algorithm, each logical qubit can be considered individually due
to the design of the probing circuit. For each qubit involved, we
maintain a triple represented as (𝑞𝑖 , 𝑄𝑖 , 𝑠𝑖 ), where 𝑞𝑖 denotes the
𝑖-th logical qubit, 𝑄𝑖 is the location of 𝑞𝑖 , and 𝑠𝑖 is the survival
probability of 𝑞𝑖 . The location𝑄𝑖 is initially set based on the logical-
to-physical qubit mapping of the transpiled probing circuit and may
be updated if 𝑞𝑖 is swapped to another quantum register during
circuit execution. The survival probability 𝑠𝑖 starts at 1, assuming
the state initialization is noiseless, which suggests that the quantum
information in the qubits remains intact with 100% probability prior
to the execution of the probing circuit. As 𝑞𝑖 passes through noisy
quantum gates, its survival probability 𝑠𝑖 decreases, with the rate
of decrease dependent on the error rate of each encountered gate.

Consider a probing circuit represented as a sequence of quantum
operations, denoted as 𝑈 = [𝑂𝑝1, 𝑂𝑝2, . . . , 𝑂𝑝𝑘 ]. The 𝑖-th quan-
tum operation 𝑂𝑝𝑖 = (𝑔𝑖 , 𝑞𝑟𝑒𝑔𝑖 , 𝑒𝑖 ) consists of three components:
the noisy quantum gate 𝑔𝑖 , the list of involved physical quantum
registers 𝑞𝑟𝑒𝑔𝑖 , and the error rate 𝑒𝑖 associated with the gate that
is retrieved from the error profile of the selected quantum device.
When executing the quantum operation 𝑂𝑝𝑖 = (𝑔𝑖 , 𝑞𝑟𝑒𝑔𝑖 , 𝑒𝑖 ), two
possible cases arise for performing the survival probability reduc-
tion on the involved logical qubits. In the first case, if 𝑔𝑖 is a state
modification gate that modifies the quantum information stored
in the physical qubits 𝑞𝑟𝑒𝑔𝑖 , or qubit measurement, the survival
probability of 𝑞𝑖 such that 𝑄𝑖 ∈ 𝑞𝑟𝑒𝑔𝑖 will be updated as follows:

𝑠𝑖 = 𝑠𝑖 × (1 − 𝑒𝑖 ) (1)

In the second case, when the gate 𝑔𝑖 is a SWAP gate that switches
the location of two qubits 𝑞𝑥 and 𝑞𝑦 , their survival probabilities will
be updated as 𝑠𝑥 = 𝑠𝑥 × (1−𝑒𝑖 )3 and 𝑠𝑦 = 𝑠𝑦 × (1−𝑒𝑖 )3, respectively.
Since the SWAP gate consists of three CNOT gates, the survival
probabilities of 𝑠𝑥 and 𝑠𝑦 are modified accordingly. Additionally,
the locations of the logical qubits will be updated by exchanging
the values of 𝑄𝑥 and 𝑄𝑦 .

For example, as depicted in Fig. 3 step 2, the qubit 𝑞1 is initially
assigned to the physical qubit 𝑄1 and encounters an H gate with
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(a) 3-qubit BV probing circuit (b) 4-qubit BV probing circuit

(c) 5-qubit BV probing circuit
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Figure 7: Fingerprinting small size quantum devices.

an error rate of 0.0015. It is subsequently transferred to 𝑄3 via a
SWAP gate (comprised of three CNOT gates, each with an error
rate of 0.013), leading to a reduction in its survival probability to
𝑠1 = 1× (1− 0.0015) × (1− 0.013)3 = 0.96. It then traverses a CNOT
gate with the same error rate, resulting in 𝑠1 = 0.96 × (1 − 0.013) =
0.9472. Following this, it passes through another H gate with an
error rate of 0.0004, further reducing its survival probability to
𝑠1 = 0.9472 × (1 − 0.0004) = 0.9468. Ultimately, it is measured on
𝑄3 with an error rate of 0.042, bringing its final survival probability
𝑠𝑖 down to approximately 0.9468 × (1 − 0.042) ≈ 0.91.

6 Evaluation
We assess the proposed dynamic fingerprinting approach for de-
tecting fraudulent service provision on the quantum cloud platform.
Our experiments were conducted on the IBM quantum cloud plat-
form using Qiskit [23], though the approach is applicable to any
gate-based quantum cloud platform. The quantum devices used
in our experiments were Quito (𝑖𝑏𝑚𝑞_𝑞𝑢𝑖𝑡𝑜), Lima (𝑖𝑏𝑚𝑞_𝑙𝑖𝑚𝑎),
Belem (𝑖𝑏𝑚𝑞_𝑏𝑒𝑙𝑒𝑚), and Perth (𝑖𝑏𝑚_𝑝𝑒𝑟𝑡ℎ). Quito, Lima, and Belem
each have five qubits with identical qubit topologies, while Perth
contains seven qubits with a topology that partially overlaps with
the others. We also included experiments on the recently released
127-qubit machines: Brisbane (𝑖𝑏𝑚_𝑏𝑟𝑖𝑠𝑏𝑎𝑛𝑒), Osaka (𝑖𝑏𝑚_𝑜𝑠𝑎𝑘𝑎),
and Kyoto (𝑖𝑏𝑚_𝑘𝑦𝑜𝑡𝑜). To alleviate the impact of fluctuations in the
quality of quantum hardware, each quantum circuit was executed
in three rounds, with each round consisting of 4000 shots.

6.1 Accuracy of Fingerprinting
We assess the performance of dynamic fingerprinting in identifying
quantum devices. We focus on identifying devices among similarly
sized quantum devices, as their identical or partially identical qubit
topologies allow for substitution between them. In contrast, quan-
tum devices with significantly different sizes, such as a 5-qubit
machine compared to a 127-qubit machine, exhibit distinct qubit
topologies. Consequently, a circuit transpiled for one machine may

not be executable on another due to these topological differences,
resulting in the cloud platform reporting an error. In such cases,
devices reporting errors are immediately considered unmatched.
Therefore, we categorize quantum devices into two groups. The
first group comprises small-sized devices: Quito, Lima, Belem, and
Perth. The second group consists of relatively large-sized devices:
Brisbane, Osaka, and Kyoto. The results for the two groups are
depicted in Fig. 7 for the first group and Fig. 8 for the second group,
respectively.

6.1.1 Small-size devices. We use three different sizes of BV circuits
as probing circuits. For each BV circuit constructed with 𝑛 qubits,
where𝑛−1 qubits are measured, the fingerprint is a vector of size𝑛−
1. In the subfigures of Fig. 7, the left panel illustrates the device-side
and user-side fingerprints. The bar labeled𝑑𝑖 represents the survival
probability of the 𝑖-th qubit based on cloud execution results, while
the adjacent orange bar, labeled 𝐸𝑠𝑡 ., shows the user-side calculated
survival probability of 𝑑𝑖 using the proposed algorithm.

Firstly, the subfigures show significant variation in qubit survival
probabilities for the same circuit across different quantum devices,
highlighting the effectiveness of using qubit survival probability as
a distinctive identifier. Secondly, the close alignment between the
device-side and user-side fingerprints of the same device illustrates
the accuracy of our method in capturing qubit survival probabilities.
On average, the qubit-wise differences between the device-side
and user-side fingerprints for the same devices are 0.0115, 0.0195,
and 0.0203 for the three probing circuit sizes, respectively. The
increased disparity suggests that the accuracy of the proposed
survival probability estimation algorithm may decline for larger
probing circuits due to the impact of crosstalk and decoherence
errors. Therefore, a probing circuit with 3 or 4 qubits is preferred.

In the right panels of Fig. 7, the qubit-wise Manhattan distances
between the device-side and user-side fingerprints of various quan-
tum device pairs are displayed. In the tables, each row represents
a device identification result. For instance, in the right panel of
Fig. 7 (a), the first row illustrates how the user identifies the Belem
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Figure 8: Fingerprinting large size quantum devices.
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Figure 9: (a) Determining the fingerprint distance threshold.
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machine from four unknown quantum devices. The user-side fin-
gerprint of Belem is compared with the device-side fingerprints of
all four devices. The first cell, which shows the smallest Manhattan
distance, indicates that the user identifies the first device as Belem,
accurately matching the device’s actual identity. In summary, the re-
sults demonstrate that the user can accurately identify the quantum
device in 11 out of 12 fingerprinting experiments.

6.1.2 Large-size devices. The 127-qubit quantum devices Brisbane,
Osaka, and Kyoto share the same qubit topology as depicted in Fig. 8
(a). To ensure accurate user-side fingerprint generation, rather than
constructing an integrated, large probing circuit, we choose to build
a probing circuit comprising several independent subcircuits. The
subcircuits are spaced sufficiently apart to minimize the risk of
crosstalk errors. In this experiment, we deployed three such 3-qubit
probing subcircuits on the quantum device, as shown in Fig. 8 (a).

Fig. 8 (b) through (d) illustrate the fingerprinting performance
of three quantum devices using probing circuits of varying sizes.
Apart from the first experiment (first row) shown in Fig. 8 (b), all
remaining eight fingerprinting trials correctly identify the quantum
device. Fingerprinting on 127-qubit devices demonstrates that a
6-qubit probing circuit, composed of two 3-qubit subcircuits, is
sufficient to identify quantum devices. However, a 9-qubit probing
circuit, with three 3-qubit subcircuits, creates a distinct gap that
makes it easier to identify the best-matching device. Thus, we
conclude that a 9-qubit probing circuit is sufficient to confidently
fingerprint devices, underscoring the scalability of the proposed
fingerprinting approach.

6.2 Detection of Fraudulent Service
We now evaluate the effectiveness of detecting fraudulent services.
To achieve successful detection with a single probing circuit, users

need to establish a threshold for differences between device-side
and user-side fingerprints. Therefore, we analyze the fingerprinting
results to establish the threshold by considering probing circuits
with 3, 4, and 9 qubits, which are executed on devices containing
5, 7, or 127 qubits. Each circuit is transpiled using three different
qubit mappings. Fig. 9 (a) illustrates the distance between device-
side and user-side fingerprints for selected and unselected devices.
Notably, for all three probing circuit sizes, there is a distinct gap
between these two sets of differences. This observation allows us to
establish a difference threshold of 0.035. If the Manhattan distance
between fingerprints surpasses 0.035, it indicates the presence of a
fraudulent service.

Furthermore, we detect an actual profile fabrication attack on
the Belem device. In Fig. 9 (b), the Manhattan distances between
the device-side and user-side fingerprints for Belem are displayed,
which includes probing circuits of three different sizes, and each
is transpiled using three distinct qubit mappings. Ideally, all dis-
tances should be less than the previously determined threshold of
0.035. However, all distances significantly exceed this threshold,
indicating that the quantum device deviates significantly from the
performance recorded in its profile. This discrepancy is due to the
device nearing retirement, resulting in their insufficient calibra-
tion and outdated profile information. It is not a case of the IBM
Quantum cloud provider intentionally fabricating the profile to at-
tack users, but it demonstrates the effectiveness of detecting profile
fabrication attacks.

7 Conclusion
We propose an approach for detecting fraudulent services on quan-
tum cloud platforms through dynamic fingerprinting, which lever-
ages the diversity of quantum errors without being hindered by
their instability. Our results demonstrate that the noisy execution
results (qubit survival probabilities) of a single probing circuit can
uniquely identify quantum devices. We introduce an efficient al-
gorithm for users to construct user-side fingerprints. With the
proposed dynamic fingerprinting approach, only a single prob-
ing circuit is required for each detection. This trivial cost makes
the method suitable for current quantum cloud platforms, where
user access is both costly and limited. Our experiments on the IBM
Quantum cloud platform confirm the accuracy of this fingerprinting
approach, revealing that setting the fingerprint distance threshold
at 0.035 allows the method to accurately detect fraudulent services.
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