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Abstract—The GitHub platform has fueled the creation of truly
global software, enabling contributions from developers across
various geographical regions of the world. As software becomes
more entwined with global politics and social regulations, it
becomes similarly subject to government sanctions. In 2019,
GitHub restricted access to certain services for users in specific
locations but rolled back these restrictions for some communities
(e.g., the Iranian community) in 2021. We conducted a large-
scale empirical study, collecting approximately 156 thousand user
profiles and their 41 million activity points from 2008 to 2022,
to understand the response of developers. Our results indicate
that many of these targeted developers were able to navigate
through the sanctions. Furthermore, once these sanctions were
lifted, these developers opted to return to GitHub instead of
withdrawing their contributions to the platform. The study
indicates that platforms like GitHub play key roles in sustaining
global contributions to Open Source Software.
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I. INTRODUCTION

Much of GitHub’s success can be attributed to the digital
age, where technology transcends geographical borders. Due
to its open availability, GitHub is home to many popular OSS
ecosystems, including NPM, PyPI, and Maven, to name a
few [1]. GitHub has acknowledged the difficulty of complying
with international policies while maintaining a global commu-
nity, particularly for developers impacted by societal issues
related to their geographical location. An example is the rise
of protestware [2], which targets specific communities and
software.

Government sanctions, often inevitable, are a common in-
ternational response to issues such as armed conflicts, human
rights abuses, and terrorism concerns. For example, the United
States (US) imposes broad country-level prohibitions [3] and
maintains a list of Specially Designated Nationals and Blocked
Persons, including individuals and entities facing comprehen-
sive sanctions [4]. Previous research attests to the significant
impact of these sanctions [5]. According to GitHub:

“Complying with these sanctions isn’t a choice based
on what we (GitHub) think about a particular country
or the developers in it. ...We implemented access
restrictions for developers we understand to be located
or resident in sanctioned countries, and not based on
nationality or heritage.”

–GitHub �

Originally, sanctions were designed to regulate the trade of

Fig. 1: A GitHub developer’s reaction to the announcement of
the Iranian sanctions been lifted.

traditional goods and services, especially financial products.
However, the rise of digital services has extended the reach
of these regulations into the software engineering domain.
In 2021, GitHub announced that it had lifted the sanctions
imposed on Iran [6]:

“Today we are announcing a breakthrough: we have
secured a license from the US government to offer
GitHub to developers in Iran. This includes all services
for individuals and organizations, private and public,
free and paid.”

–GitHub �

Fig. 1 illustrates a developer’s reaction to the lifting of the
Iranian sanctions1. In response to the announcement of the
sanctions being lifted, the developer expresses gratitude and
explicitly states that such actions represent progress towards
freedom as well as the intention of contributing code to
GitHub.

This event offers a unique opportunity to longitudinally
examine the impact on developers affected by the sanctions on
the platform. At the same time, GitHub has been expanding
its services to other regions of the world, such as Asia, Africa,
and Europe, fostering greater inclusively. GitHub also stated:

1For privacy reasons, the developer’s identity is kept confidential.
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TABLE I: Number of Users and Activities Across Countries and Regions

Iranian Crimean Cuban Syrian Russian Greek Kenyan Hong Kongese Total
# Registered Users 26,333 200 1,711 1,456 77,896 17,047 17,409 14,441 156,493
# GitHub Activities 3,148,280 34,684 391,179 98,864 17,966,530 6,200,152 7,755,674 5,662,327 41,257,690

“Outside of these regions, we also saw a continued rise
in Iranians logging into GitHub (a 21% year-over-year
increase, to be precise) following our work from 2019
through 2021 to secure a license from the US
government to offer service to Iranian developers. And
we applaud the bravery of the Iranian people,
especially women, who are putting themselves at risk in
pursuit of freedom.”

–GitHub �

To better understand the implications of sanctions on
GitHub developers and activities, we performed an empirical
investigation from two perspectives. For the first perspective,
we concentrate on general GitHub activities. We have collected
data on 156,493 user profiles from eight countries2: Iran,
Crimea, Cuba, Syria, Russia, Greece, Kenya, and Hong Kong.
We use some of these countries as baselines to compare the
affected countries with those that were not impacted. Our
findings indicate that sanctioned communities were able to
find ways to remain active on the platform. For the second
perspective, we concentrate on the case of developers in Iran
and whether they returned after the sanctions were lifted. We
investigated how many of the developers stopped their GitHub
activities and to what extent the activities returned to normal
after the sanctions were lifted.

II. DATA PREPARATION

A. Target Country Selection
To investigate the impact of sanctions on GitHub developers

and activities, we collected data from several countries and
regions. In addition to Iran, we selected countries and regions
that were sanctioned at the same time. According to GitHub,
the sanctioned list includes Crimea, the separatist areas of
Donetsk and Luhansk, Cuba, Iran, North Korea, and Syria.
Due to time constraints and the practicality of the analysis,
we sampled four of the six sanctioned areas. As baselines,
we selected Russia, Greece, Kenya, and Hong Kong. Russia
was chosen because of its absence of GitHub sanctions,
despite having contentious relationships with the US. Other
communities, such as Kenya, Greece, and Hong Kong, were
found to have growth trajectories similar to those of Iran [7],
[8]. Additionally, due to the overlap of the sanction period
with the COVID-19 pandemic, establishing a baseline helps us
accurately assess the impact of the sanctions without confusing
it with the effects of the pandemic.

B. Data Sources
We used the GitHub API and the Graph Query to collect

data for developers from the target countries. To search and

2Throughout this paper, the term “countries” is used to refer to both
countries and regions.

TABLE II: Relative change percentage (mean values) for each
community.

Year 2018 2019 2020 2021 2022
Iran 40.7 152.3 260.4 689.9 857.2

Crimea 75.8 3.1 625.0 21.5 1, 364.4

Cuba 150.0 141.0 638.5 568.9 778.6

Syria 45.2 35.5 67.4 338.7 723.5

Russia 148.0 266.7 438.9 620.4 700.2

Greece 130.7 189.6 348.7 615.2 508.1

Kenya 190.3 341.1 509.4 708.8 2, 267.4

Hong Kong 162.9 216.0 376.7 571.7 624.0

identify developers, we used the location and homepage at-
tributes in the user query in the API [9]. To collect their
GitHub activities, we acquired information regarding users’
annual contributions by using the GitHub Query Language:

query:"location:xxx type:user
created:the_day", type: USER,
first: 100

Note that, while collecting user contributions, some users
had already canceled their accounts, or their account type
was set to private. In these cases, we omitted them from the
subsequent analysis. We limited our search to users registered
between 1 April 2008 and 1 May 2023. Since we were only
interested in active users, we removed all users who did not
have any contributions in 2022. To facilitate this large-scale
study, we only collected the total annual count of contributions
per year for each user.

Table I shows a summary of the data collected for each
country. Russia has the highest number of total users, while
Crimea has the fewest. In total, we collected 156,493 users.
In terms of activities, Russia has more activities than the rest.
Iran has the highest activity among sanctioned communities,
while users from Greece, Kenya, and Hong Kong accounted
for approximately 5.5 to 7.7 million activities.

III. TRACKING ACTIVITIES OF SANCTIONED DEVELOPERS

To measure the change in activities, we used the relative
change metric (or percent error), i.e., the relative change
expressed as a percentage [10], in activities for each year
between 2012 and 2022. It is used to compare two quantities
while considering the ‘sizes’ of the things being compared,
expressing the terms of percentage change. We utilized a
time series to observe these changes over time. To evaluate
a change in users and their activities, we examined the trend
up to 2019 and then those activities after 2020. This aligns
with the sanctions that took place from July 2019 to January
2021; therefore, our analysis focused on the relative change
percentage from 2019 to 2020.



3

Fig. 2: Flow diagram depicting sanctioned developers who returned to GitHub after the sanctions were lifted

Table II shows the rate of GitHub activities for each country
from 2018 to 2022. We have annotated the table to indicate a
rise in green color or a drop in pink color. All communities ex-
perienced an increase in GitHub activities in 2020. Especially
for developers in Iran, we see a growth median change percent
rise from 152.3 to 260.4 in 2019. As illustrated in Table II,
the three communities that decreased their activities once the
sanctions started were Crimea, Cuba, and Syria, experiencing
a drop in activities from a mean of 75.8 to 3.1, 150 to 141 and
45.2 to 35.5 respectively. This trend is expected, as sanctions
against these communities have been applied.

Summary

Developers from the sanctioned communities have
resumed their activities as usual in, finding a way
to navigate the sanctions. Crimea, Cuba, and Syria
declined in activity at the start of the sanctions period.
Additionally, Iranian users showed continuous growth
from 2019 to 2020, emphasizing GitHub’s crucial role
in fostering open-source collaboration under restric-
tions.

IV. THE CASE WHEN SANCTIONS WERE LIFTED

To understand how collaborative activities are impacted
when sanctions are lifted, we examine developers in Iran,
since they recently had their restrictions removed. Using the
same dataset, we identify and collect developers who have set
the location in their profile as being from Iran. To identify
only developers who would be impacted by the sanction, we
omit developers who registered after 2019. After filtering, we
identified 5,743 users. Based on the GitHub API and our own
web analysis, we were able to distinguish contributions into
two groups:

• Collaborative Activities - These contributions are de-
fined as potential collaborations with other users on
GitHub.3 Contributions include creating a repository,
making a pull request, reviewing a pull request, com-
mitting to the repositories, and opening an issue.

• GitHub Activities - Activities include joining an orga-
nization, starting a discussion in their own repositories,

3https://docs.github.com/en/graphql/reference/objects#contributionscollection

etc. These activities indicate personal activities on users’
own repositories.

Figure 2 shows the different pathways of affected developers
and shows how many of them returned to the platform once
the sanctions were lifted. We verify users’ GitHub activities
by checking whether they have at least one GitHub activity
during and after the sanctions had been lifted. We use the
term navigation to identify those developers who found a way
to make contributions despite the sanctions. Although it is
not clear how developers were able to bypass the restrictions,
3,748 developers found a way to make a contribution during
the sanctions and continued to do so after the sanctions were
lifted.

In this study, we find that 34% of users were impacted and
discontinued their contributions once the sanctions came into
effect. However, as shown in Figure 2, many returned after the
sanctions were lifted. Only a small proportion of developers
permanently withdraw from the platform. In fact, of the 1,947
developers who ceased activities, only 4% have not returned
to GitHub since the sanctions were enforced.

Summary

Although developers find ways to navigate the sanc-
tions, the results show that the lifting of sanctions by
GitHub did correlate with the resumed activities of
the sanctioned developers. Of the 5,743 developers,
34% temporarily withdrew from making contributions;
however, almost 96% of the developers who had tem-
porarily withdrawn returned once the sanctions were
removed.

V. LIMITATIONS

In this section, we discuss the limitations and future out-
look and implications of the results found in this study. A
comprehensive empirical investigation is required to thor-
oughly examine the effects of sanctions, which would involve
conducting a survey among developers. However, given the
delicate nature of the subject, it seems improbable that such a
study will be possible. We anticipate that future research will
build on our findings and extend the research to additional
regions. We recognize that our approach to systematically
identifying GitHub users associated with specific regions is
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vulnerable to inaccuracies caused by users incorrectly listing
their locations. To address this issue, we collected a substantial
volume of data, mitigating the impact of such inaccuracies
through statistical means.

VI. CONCLUSION

The lifting of sanctions against developers in Iran on GitHub
provided a unique opportunity to study trends on how develop-
ers from sanctioned regions of the world cope with sanctions.
Our results are mixed. On one hand, sanctioned developers
continued logging into GitHub and conducting their regular
activities; on the other hand, there was evidence that the lifting
of sanctions correlated with resumed activities among these
developers, who returned to contributions once sanctions were
removed. Future detailed studies may be needed to confirm
whether the lifted sanctions were responsible for the increase
in developers, as this trend was seen in all communities.
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