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AI Safety: Prevent AI Systems 
from Causing Harm 

AI Security: Protect AI Systems 
from Adversarial Threats 

Adversarial threats also challenge safety 
objectives, e.g., jailbreak attacks can lead 

to the malicious misuse of AI systems.

Self-driving Cars 
Hitting Pedestrians

Chatbots Generating
Toxic Content

Powerful AI Systems Being Misused for Deception, Generating 
Child Sexual Abuse Material, Producing Bioweapons…

Rogue
AIs

AI Systems Being Applied in Wrong 
Contexts (e.g., amateur chatbots 
being used to diagnose patients.)

Users Overly Rely 
on AI Systems That 
Can Go Wrong 

AI Systems Being Granted 
Too Much Autonomy 
without Sufficient Oversight

…

Therefore, addressing security problems 
is also safety relevant in many contexts.


