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S7. The approach is useful because the security discussions identified by the
approach could be beneficial for those who have little security experience in
microservices or recently joined a microservices project as they can quickly…

S6. The approach is useful because the security discussions identified by the
approach can provide cues/hints to trace backward and forward to security-critical

artifacts (e.g., codes, services) and features.

S5. The approach is useful because the security discussions identified by the
approach may contain incoming security-sensitive bug reports, with which they

can be readily identified and more effectively prioritized and resolved.

S4. The approach is useful because the security discussions identified by the
approach can help us identify security-critical issues (e.g., security bugs, security

mistakes, etc.) faster in our systems than if we do it manually.

S3. The approach is useful because the security discussions identified by the
approach can be used to make informed security decisions in the future or refine

the existing sub-optimum security decisions.

S2. The approach is useful because I, as a practitioner, can find useful materials in
a reasonable time slot from the security discussions identified by the approach

S1. The approach is useful because the security discussions identified by the
approach convey meaningful and important security information.

Strongly Agree Agree Neutral Disagree Strongly Disagree


