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Resolving the Connectivity-Throughput

Trade-Off in Random Networks
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Abstract

The discrepancy between the upper bound on throughput in wireless networks and the throughput scaling in

random networks which is also known as the connectivity-throughput trade-off is analyzed. In a random network

with λ nodes per unit area, throughput is found to scale by a factor of
√

log λ worse compared to the upper bound

which is due to the uncertainty in the nodes’ location. In thepresent model, nodes are assumed to know their

geographical location and to employ power control, which weunderstand as an additional degree of freedom to

improve network performance. The expected throughput-progress and the expected packet delay normalized to the

one-hop progress are chosen as performance metrics. These metrics are investigated for a nearest neighbor forwarding

strategy, which benefits from power control by reducing transmission power and, hence spatial contention. It is shown

that the connectivity-throughput trade-off can be resolved if nodes employ a nearest neighbor forwarding strategy,

achieving the upper bound on throughput on average also in a random network while ensuring asymptotic connectivity.

In this case, the optimal throughput-delay scaling trade-off is also achieved.

I. I NTRODUCTION

Wireless (multi-hop) networks have recently gained much regard due to steady advances in the development of

inexpensive communication devices as well as due to the growing interest in infrastructureless applications, e.g., ad

hoc or sensor networks. It is fundamental to these networks that communication does not rely on a wired backbone,

resulting in that nodes must additionally undertake the task of forwarding other nodes’ packets. This, of course,

gives rise to some new questions in network design among several layers. Issues are, e.g., resource allocation,

energy expenditure and security aspects. On the medium access control (MAC) layer the probably most interesting

question is how to achieve an appropriate balance between increasing a node’s performance on the one hand and

increasing the overall network performance on the other hand. This question is difficult to answer since nodes

are expected to share a common transmission bandwidth, resulting in the fact that network performance is limited

by self-interference: increasing a node’s transmission power improves link quality but at the same time increases

interference to other nodes.
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A lot of effort has been made to analyze the capacity of (self-interference limited) wireless networks within the

last decade. In [1], the authors proved that there exists an upper bound on throughput which scales as1 Θ
(

1√
λ

)

,

whereλ denotes the number of nodes per unit area, i.e., the node density. In [1] the authors also presented a

constructive proof for the existence of a global schedulingscheme for which throughput isΘ
(

1√
λ log λ

)

in a

random network. The proof is based on Voronoi-tessellations, on the assumption of fixed transmission powers, and

on routing over straight lines. The same result was obtainedusing a different strategy in [2]. The gap between this

result and the upper bound is due to the additional uncertainty within random networks related to connectivity: for

a random network to be asymptotically connected, the transmission range must be proportional to
√

log λ
λ according

to [3], resulting in that the average number of neighboring nodes and hence spatial contention increases withlogλ.

Thus, spatial reuse decreases by a factor of1
log λ which explains the discrepancy between the throughput result for

random networks and the upper bound.

In [4] the authors showed that the upper bound on throughput is feasible also in random networks if the

requirements on connectivity can be relaxed. They use percolation theory arguments and consider the network

in the supercritical regime rather than to ensure global connectivity among the nodes. The supercritical regime

arises when the transmission range of the nodes is chosen to be just above the percolation threshold. For successful

percolation, the transmission range must bec√
λ

, wherec is the percolation threshold. In this transition region, a

number of paths crossing the network emerge. Packets are then routed along these paths or highways, representing

the wireless backbone of the network. On these paths, spatial contention remains constant with increasingλ.

However, as the source as well as the destination node might not be directly connected to a highway, this strategy

involves a complicated routing scheme consisting of four phases.

Comparing the two works [1] and [4], one can observe a throughput-connectivity trade-off in random networks:

if connectivity is assured, the network is driven in an interference limited regime and throughput is
√
logλ times

lower than the upper bound. On the other hand, the upper boundon throughput is achievable if requirements on

connectivity are relaxed, resulting into a more complex routing scheme.

Fundamental to both models is that a fixed transmission poweris assumed. This gives rise to the following

question: if we deflect from the assumption of fixed transmission powers, is it possible to ensure connectivity in a

random network (for the purpose of a simple routing scheme) and to afford low spatial contention (to achieve the

upper bound on throughput) at the same time?

This work represents an extension in the sense that nodes areallowed to employ power control. In fact, we

understand power control as an additional degree of freedomthat may resolve the connectivity-throughput trade-

off and improve network performance. In our network model, the transmission range is chosen to ensure global

connectivity of the network as done in [1]. However, nodes may reduce their transmission power by transmitting to

specific nodes within their range, e.g., to their nearest neighbor. To the best of the authors’ knowledge, investigation

of throughput and delay scaling behavior for random networks where nodes employ power control has not been

1In the Landau notation: the termf(x)=Θ (g(x)) denotes the fact thatc0|g(x)| ≤ |f(x)| ≤ c1|g(x)| for c0, c1 <+∞ andx→+∞.
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investigated yet. Taking into account each node’s transmission power would of course increase the complexity of the

analysis significantly. It is also for this reason why we deflect from prior approaches, where results on throughput

were proven to apply with high probability asλ tends to infinity. In contrast, our approach aims at investigating

the average per-node throughput and average delay asλ increases. We therefore analyze theexpected throughput

and theexpected delay for a given set of parameters, e.g., channel model, interference model, traffic pattern etc.

These two measures are consistent with prior results in the scaling sense.

The results presented in this work are based on the protocol model according to [5] and apply to wireless networks

with random traffic patterns. Furthermore, the impact of fading on network performance is not considered here and

path loss is assumed to be perfectly compensated by power control. The MAC is modeled as a reservation-based time

division multiple access (TDMA) scheme. In contrast to other strategies such as Aloha or carrier sense multiple

access (CSMA), a reservation-based MAC is optimal2 in terms of throughput. Furthermore, greedy geographic

forwarding (GGF) is used to model the nearest neighbor forwarding strategy. GGF is chosen because it seamlessly

fits to the statistical network model and because it is memoryless and thus allows the analysis of only one hop to be

representative. Furthermore, GGF has a high practical relevance for (mobile) ad hoc networks due to its scalability. In

the GGF framework, the nearest neighbor forwarding approach is represented by the ”nearest with forward progress”

(NFP) strategy [6]. This strategy reduces interference in the network to a minimum extend by transmitting only to

the nearest neighbor node that gives positive progress to the routing process. A complementary strategy would be

for example the ”most forward with variable radius” (MVR) strategy [6], which intends to maximize the one-hop

progress toward the destination node and thus maximizes interference or spatial contention associated with one hop.

This approach is found to be a good approximation for shortest path routing in dense networks [7]. We expect that

per-node throughput will increase if NFP is used, since thisstrategy aims at maximizing spatial reuse. The increase

in throughput will consequently lead to a higher delay, since packets are delivered over more hops [18].

A. Related Work

Capacity and throughput scaling laws have been intensivelystudied in the literature, see for example [1], [2],

[4], [5], [8]. Furthermore, [9] analyzed the scaling behavior of a realistic 802.11 MAC. A different approach for

analyzing performance in wireless networks is done in [10],[11]. Here, transmission capacity rather than end-to-end

rate or transport capacity is investigated. Transmission capacity is defined as the number of successful transmissions

taking place simultaneously subject to a constraint on outage probability. This quantity is consistent with end-to-end

rate and transport capacity in the scaling sense. In [11], a summary of recent results in this framework is given

and a so-called uncertainty cube is presented. This cube illustrates the three axes of uncertainty, namely the node

location, the channel fading and the channel access.

The throughput-connectivity trade-off was highlighted in[12], [13]. In [12], the impact of different attenuation

functions on connectivity and capacity was investigated where it was found that there exist a fundamental trade-off

2We neglect the complexity as well as the signaling overhead of the contention procedure.
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between throughput and connectivity. In [13], the authors proved that the per-node throughput remains constant

with increasingλ, if an arbitrary small fraction of nodes is allowed to be disconnected from the network.

B. Contribution

Denote by

T := E

{

C Z
}

bit m/s (1)

the expectation of the product of throughput and progress associated with one hop, whereC is the per-node

throughput or effective (point-to-point) rate in terms of bit per seconds andZ is the one-hop progress toward the

destination in meters. Hence,T measures how much information has been carried how many meters toward the

destination in one second in one hop for one node on average.

Denote by

D := E

{

αZ−1
}

s/m (2)

the average packet delayα normalized to the one-hop progress in seconds per meter. Following the definition in

[18], packets are scaled by the throughput to keep service time constant in order to capture the delay caused by

the network dynamics. Thereby,α accounts for the constant one-hop delay, resulting from, e.g., signal processing

at the relay. Then, we have the following results:

Theorem 1: If all nodes employ a nearest neighbor forwarding strategy,we obtain

T = Θ

(

1√
λ

)

and

D = Θ
(√

λ
)

.

The remainder of the paper is organized as follows. First, the network model is presented in Section II and the

statistical modeling of the spatial contention is explained in Section III. We then give an outline of the solution in

Section IV and discuss the implications of these results in Section V. Section VI concludes the paper.

II. N ETWORK MODEL

A. Network geometry

A collection of homogeneous nodes{Xi} is assumed to be uniformly and independently distributed ona sphere

A with unit area according to a stationary Poisson point process (PPP) with intensityλ. Let Xi denote thei-th node

as well as its location onA. The PPP is conditioned on havingλ nodes onA. Note that this does not affect the

distribution of the PPP [14]. The advantage of choosing the sphere rather than some other geometrical topology is

that it exhibits a finite surface and avoids unpleasant border effects. Furthermore, it allows local observations to be

two-dimensional. Initially, each node independently decides whether to originate a packet or to remain silent with

probability equal to the network loadp, where0<p≤ 1. We further assume that a node can be a destination node

only for one source node in order to ensure that traffic is homogeneous onA. In addition, a source node does not
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generate a new packet until the previous packet has reached the destination node. All nodes have omnidirectional

antennae and obey a maximum transmission power constraint.Furthermore, they are allowed to temporally store

an arbitrary number of packets before forwarding. The network is considered at a snapshot of time.

B. Communications model

As a result of the constraint on maximum transmission power,a node is allowed to communicate directly only

with nodes located within its proximity. Here, the motivation for this constraint is that it limits the amount of spatial

contention in the network. However, if the range of transmissions is not sufficiently large, global connectivity of the

network can not be assumed. We therefore set the transmission range equal to the critical radiusrc, i.e., the required

radius for which global connectivity is ensured with probability 1− ǫ, where0<ǫ≪ 1. The critical radiusrc is

derived in Appendix VII. Nodes are further assumed to adjusttheir transmission power such that the path loss is

compensated and a certain signal-to-noise ratio (SNR) is achieved at the receiver. Thus, the maximum transmission

power is the power that achieves the target SNR for a node at distancerc.

All nodes share a common transmission bandwidth, which is not divided into sub bands. Without loss of generality,

we assume that this bandwidth is equal to one Hz resulting in that all nodes transmit at rateη bits per seconds,

whereη is the spectral efficiency. We further assume that all packets have the same length.

C. Interference model

We use the protocol model to characterize interference. Theprotocol model states that forsuccessful transmission

from a transmitterXi to a receiverXj it is required that

|Xk −Xj | ≥ (1 + ∆) |Xk −Xℓ| (3)

holds for all other transmitter-receiver pairsXk andXℓ [5]. The parameter∆ specifies a guard zone around the

receiver which is an increasing function of the spectral efficiencyη: if transmissions are with high spectral efficiency

η the required signal-to-interference-plus-noise ratio (SINR) will be high, too. Consequently, interfering neighbors

must be farther away so that their emitted power can decay fast enough.

While (3) characterizes interference from the viewpoint ofthe receiverXj , we propose a second inequality that

considers interference from the viewpoint of the transmitter: for aninterference-free transmission from transmitter

Xi to receiverXj it is required that

|Xi −Xℓ| ≥ (1 + ∆) |Xi −Xj | (4)

holds for all other receiversXℓ.

D. MAC scheme

We assume that transmissions are locally coordinated by thenodes themselves such that each node obtains a

time slot in which it can access the medium. This correspondsto a reservation-based TDMA scheduling scheme.
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Building on the protocol model, a transmission does not experience interference if it is scheduled properly. By

properly scheduled we mean that both (3) and (4) hold. Hence,the performance bottleneck is not the interference

at the receiver but the split of transmissions in time domainresulting from the spatial contention. We will therefore

approximate the effective rateC by the inverse of the number of transmissions that violate either (3) or (4).

E. Routing scheme

We assume that nodes use GGF as routing scheme. In GGF, a node currently holding a packet selects one of its

neighbors as relay such that an Euclidean metric is optimized. A node must therefore know its own as well as its

neighbors’ location and, given it is a source node, it must also know the (approximate) location of the destination

node. Generally, GGF may fail due to void areas or node mobility. We will not treat this problem here and assume

that GGF does not fail at all. We will also not address the problem of providing location information to nodes. See

[15] for details.

We define byRij the transmission radius, i.e., the distance between transmitting nodeXi and its corresponding

receiverXj , as

Rij := |Xi −Xj | . (5)

Furthermore, we define byZij the progress, which is the distance between a transmitting node Xi and its

corresponding receiverXj projected onto a line connectingXi and its corresponding destination nodeXd, i.e.,

Zij :=

(

~Xj − ~Xi

)T (
~Xd − ~Xi

)

∣

∣

∣

~Xd − ~Xi

∣

∣

∣

. (6)

The NFP strategy was first introduced in [6] and extended by [16] toward a more general forwarding area. In

this strategy, nodeXi selects nodeXj∗ as relay if it is in the forwarding area and the transmission radiusRij is

minimized, i.e.,

j∗ = argmin
j

{Rij} (7)

s.t.Zij > 0,

Rij ≤ rc,

∡

(

~Xj − ~Xi, ~Xd − ~Xi

)

≤ γ

2
,

where the three constraints describe the forwarding area (see Fig. 1). If nodes are distributed according to a

homogeneous PPP, the probability density function (PDF) ofthe distanceR is given by the Rayleigh distribution

[16]

fR(r) = λγr e−λ γ
2
r2 , r ≥ 0. (8)

We condition (8) on the fact that the nearest neighbor is always within distancerc and neglect the normalization

term 1

1−e−λγr2c
, i.e.,

fR|rc(r) =
fR(r)

1− e−λγr2c
≃ fR(r), 0 ≤ r ≤ rc. (9)
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With 1− ǫ denoting the probability of global connectivity, it can be shown that the resulting approximation error

is less than ǫ/λ
1−ǫ/λ and hence,lim(ǫ/λ)→0 fR|rc(r|rc)= fR(r).

We will also use the PDF ofZ conditioned onR. We can obtain this by simple transformation of random

variables, yielding

fZ|R(z|r) =
2

γ
√
r2 − z2

, r cos(γ/2) ≤ z ≤ r. (10)

III. STATISTICAL MODELING OF MEDIUM ACCESS

As mentioned before, the effective rateC for a typical transmitter-receiver pair is anti-proportional to the number

of violations of (3) and (4). Recall that the two equations consider interference from the viewpoint of the receiver

and the transmitter, respectively. We will model both casesseparately.

A. Modeling from the Receiver’s Viewpoint

Let the random variableIRx denote the number of violations of (3) for a typical receivernodeXj, which is

called the reference receiver in the following. Since the PPP is stationary, we can assume without loss of generality

that the reference receiver is located in the origin. According to Slivnyak’s Theorem, the distribution of a PPP

conditioned on having a point is identical to the distribution of the original PPP [14]. Thus,IRx can be written as

an independently marked PPP

IRx =
∑

k

KkMk, (11)

whereKk is a Bernoulli random variable with success probabilityp and the marksMk ∈{0, 1} indicate that node

Xk is sufficiently close to create an outage at the reference receiver. The marksKk realize a thinning of the original

PPP with thinning factor equal to the network loadp (we count only the transmitters). The conditional PDF of the

marksMk given positionxk follows directly from (3)

fMk|Xk
(mk|xk) =















P

{

(1+∆)Rkℓ ≥ |xk|
}

, m = 1

P

{

(1+∆)Rkℓ < |xk|
}

, m = 0,

(12)

where theRkℓ is the distance between a transmitterXk and its corresponding receiverXℓ. Note that theMk are

i.i.d., since every node independently chooses its transmission radius according to the same distribution. The indices

k andℓ in (12) can therefore be omitted. The intensityΛRx of the Poisson random variableIRx is calculated as

ΛRx = pλ

∫

A

P {(1+∆)R ≥ |x|} dx

= pλ

∫

A

[

1− FR|rc
(

|x|(1+∆)−1
)]

dx, (13)

whereFR|rc(r)=P{R≤ r|rc} is the cumulative density function (CDF) ofR conditional on the fact that the nearest

neighbor is withinrc. Note that1−FR|rc
(

|x|(1+∆)−1
)

=0 for |x|> (1+∆)rc, since transmitters situated outside



8

a discd (0; (1+∆)rc) centered around the receiver (located in the origin) cannotinterfere at the receiver due to the

fact that the transmission range is limited torc. Thus, (13) can be rewritten as

ΛRx = pλ

∫

d(0;(1+∆)rc)

[

1− FR|rc

(

|x| (1+∆)
−1
)]

dx.

Transforming this into polar coordinates and applying the substitutionr̃= r
1+∆ yields

ΛRx = 2pπλ(1 + ∆)2
rc
∫

0

r̃
[

1− FR|rc(r̃)
]

dr̃. (14)

The conditional CDFFR|rc(r) is obtained from (9) giving

FR|rc(r) ≃ 1− e−λ γ
2
r2 , 0 ≤ r ≤ rc. (15)

With (14) and (15) we obtain the intensity ofIRx for the case when all nodes employ NFP forwarding, according

to

ΛRx = 2pπλ (1 + ∆)
2

rc
∫

0

r̃e−λ γ
2
r̃2 dr̃

= 2p
π

γ
(1 + ∆)

2 (
1− ǫ

λ

)

≃ 2p
π

γ
(1 + ∆)

2
, (16)

where the last line follows from the fact thatǫλ ≪ 1. Denoting byβ := p (1+∆)2 the traffic intensity, which is the

product of the network load and a function of the spectral efficiency, we can rewrite (16) as

ΛRx = 2β
π

γ
. (17)

B. Modeling from the Transmitter’s Viewpoint

We denote by the random variableITx the number of violations of (4) for a typical transmitter node Xi, which

is called the reference transmitter in the following. Here,we assume that the reference transmitter is located in the

origin. The number of violationsITx can be modeled as a weighted PPP, according to

ITx =
∑

ℓ

Kℓ P {Rij(1+∆) ≥ |Xℓ|} , (18)

whereP {Rij(1+∆)≥ |Xℓ|} is a function of both the transmission radiusRij between the reference transmitter

Xi and its corresponding receiverXj and of the distance from reference transmitterXi to a receiving nodeXℓ.

The marksKℓ are Bernoulli random variables that realize the thinning ofthe PPP with thinning factor equal to

network loadp (we count only the receivers). The termP {Rij(1+∆)≥ |Xℓ|} in (18) can be seen as a weighting

of the PPP. The intensityΛTx|R of the Poisson random variableITx conditioned on the fact that the transmission

radius isRij = r is calculated as

ΛTx|R(r) = pλ

∫

A

1 (|x| ≤ r(1+∆)) dx. (19)
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Since the transmission rangeR is limited to rc, a receiver situated outside a discd (0; (1+∆) rc) centered around

the transmitter (located in the origin) cannot be in outage by this transmitter. Hence, the integration rangeA can

be replaced byd (0; (1+∆) rc).

ΛTx|R(r) = pλ

∫

d(0;(1+∆)rc)

1 (|x| ≤ r(1+∆)) dx

= pλ

∫

d(0;(1+∆)r)

dx

= pλπ (1 + ∆)
2
r2 = λπβr2. (20)

C. Optimistic and Pessimistic Modeling

The number of violationsI associated with a transmission is certainly made up of the violationsIRx experienced

by the receiver as well as the violationsITx caused by the transmitter. However, we can not simply take the sum

of IRx andITx since this would overrate the trueI for the following reason: consider the two transmitter-receiver

pairs {Xi, Xj} and {Xk, Xℓ}. If the transmitterXk is sufficiently close to the receiverXj and the transmitter

Xi is sufficiently close to the receiverXℓ then both (3) and (4) are violated. Consequently, one would count two

violations although each transmitter-receiver pair experiences only one violation. Fig. 2 illustrates this problem.

To cope with this problem, we suggest an optimistic as well asa pessimistic modeling ofI in order to bound

the number of violationsI. In the optimistic case,I is given byITx only. This corresponds to assuming that all

violations from the viewpoint of the receiver are already captured byITx which can be seen as a lower bound onI.

In contrast, a pessimistic modeling forI is given by assuming independence betweenIRx andITx and considering

their superposition, which is Poisson with intensityΛRx+ΛTx. This can be seen as an upper bound onI.

IV. T HE SOLUTION

Due to the stationarity of the PPP it is sufficient to consideronly one typical transmission, which we will call the

reference transmission in the following. The reference transmissionrepresents the point-to-point link between the

reference transmitter and the corresponding reference receiver. Note that the reference transmitter is not necessarily

a source node, but may be a relay as we consider the network in arandomly chosen snapshot. The rate (normalized

to 1 Hz) at which the packet is transmitted isη. However, if we account for the split in time due to the TDMA

MAC, we have to consider the effective rateC, which is generally less thanη. The effective rateC depends on

the environment seen by both the reference transmitter and the reference receiver through the protocol model or

more precisely,C depends on the number of violationsI associated with the reference transmission. Hence, for

successful transmission, TDMA scheduling implies that

C =
η

I + 1
bit/s/Hz. (21)

Note thatC is a random variable which depends onI, whereI depends on the transmission radiusR. To compute

T , (21) is further multiplied by the one-hop progressZ. The resulting expression is then averaged with respect to
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the uncertaintiesC, Z andR. Note thatC andZ are dependent, sinceZ andR are. In the following, we will set

the spectral efficiencyη=1 and the constant one-hop delayα=1. This will however not affect the scaling results.

A. Expected Throughput-Progress

To calculateT we decompose (1) according to the law of total expectation, yielding

T = E {E {Z|R}E {C|R}} . (22)

Note thatE {Z|R} andE {C|R} are independent. With (10),E {Z|R} is calculated as

E {Z|R} =
2R sin(γ/2)

γ
. (23)

In case ofE {C|R}, we obtain two expressions, i.e.,Eop{C|R} andE
pe{C|R}, according to the optimistic and

the pessimistic modeling ofI. The expected optimistic rateEop{C|R} conditional onR is written as

E
op{C|R} = E

{

1

ITx + 1

∣

∣

∣

∣

∣

R

}

=

∞
∑

k=0

1

k + 1

Λk
Tx|R
k!

e−ΛTx|R

=
1− e−ΛTx|R

ΛTx|R
. (24)

Using (23) and (24), we write the expected optimistic throughput-progressT op as

T op = E

{

2Rη sin(γ/2)(1− e−ΛTx|R)

γΛTx|R

}

,

which can be calculated using (9) and (20) as

T op =
2 sin(γ/2)

πβ

rc
∫

0

(

1− e−λπβr2
)

e−λ γ
2
r2dr

=

√
2 sin(γ/2)√
λγπβ






erf
(

√

log(λ/ǫ)
)

−
erf
(
√

log(λ/ǫ)(2β π
γ + 1)

)

√

2β π
γ + 1






, (25)

where erf(x)= 2√
π

∫ x

0 e−t2dt denotes the error function. Forǫλ ≪ 1, we have that

T op ≃
√
2 sin(γ/2)√
λγπβ



1− 1
√

2β π
γ + 1



 , (26)

and we can conclude that

T op = Θ

(

1√
λ

)

. (27)
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In the case ofT pe we have to computeEpe{C|R}, according to

E
pe{C|R} = E

{

1

ITx+Rx + 1

∣

∣

∣

∣

∣

R

}

=

∞
∑

k=0

1

k + 1

Λk
Tx+Rx|R
k!

e−ΛTx+Rx|R

=
1− e−ΛTx+Rx|R

ΛTx+Rx|R
. (28)

Hence,T pe can be written as

T pe = E

{

2R sin(γ/2)(1− e−ΛTx+Rx|R)

γΛTx+Rx|R

}

. (29)

Using (17), (29) yields

T pe =
2 sin(γ/2)

πβ

rc
∫

0

1− e−λπβ(r2+ 2

γλ
)

r2 + 2
γλ

r2e−λ γ
2
r2 dr

=
2 sin(γ/2)

πβ







rc
∫

0

r2e−λγ
2
r2

r2 + 2
γλ

dr

− e−2π
γ
β

rc
∫

0

r2e−λ γ
2
r2(1+2β π

γ
)

r2 + 2
γλ

dr






. (30)

For the caseǫλ ≪ 1, almost the complete probability mass ofR is concentrated within the critical radiusrc. Thus,

the error made by extending the upper integration border to infinity is negligible. With [17], the first integral in

(30) then becomes
rc
∫

0

r2e−λ γ
2
r2

r2 + 2
γλ

dr ≃
∞
∫

0

r2e−λ γ
2
r2

r2 + 2
γλ

dr

=

√

π

2λγ

[

1− e
√
π [1− erf(1)]

]

≃ 0.243

√

π

2λγ
. (31)

Similarly, the second integral in (30) yields
rc
∫

0

r2e−λ γ
2
r2(1+2β π

γ
)

r2 + 2
γλ

dr ≃
∞
∫

0

r2e−λ γ
2
r2(1+2β π

γ
)

r2 + 2
γλ

dr

=

√

π

2λγ







1
√

1 + 2β π
γ

−
√
πe1+2β π

γ

×
[

1− erf
(
√

1 + 2β π
γ

)]






. (32)
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With (31) and (32), we can finally rewrite (30) as

T pe ≃
√
2 sin(γ/2)√
λγπβ






0.243− e−2π

γ
β

√

1 + 2β π
γ

+ e
√
π
[

1− erf
(
√

1 + 2β π
γ

)]







= Θ

(

1√
λ

)

. (33)

SinceT pe≤T ≤T op, it follows thatT =Θ
(

1√
λ

)

. This proves the first part of Theorem1.

B. Expected Packet Delay normalized to the one-hop Progress

Similarly as in the case ofT , we decompose (2) according to the law of total expectation.Assumingα=1, D
can be written as

D = E
{

E
{

Z−1|R
}}

, (34)

where the inner expectation can be computed using (10) as

E
{

Z−1|R
}

=
2

Rγ
log

1 + sin(γ/2)

cos(γ/2)
. (35)

With (35) we can calculateD as

D = E

{

2

Rγ
log

1 + sin(γ/2)

cos(γ/2)

}

= 2λ log
1 + sin(γ/2)

cos(γ/2)

rc
∫

0

e−λ γ
2
r2dr

=

√

2λπ

γ
log

1 + sin(γ/2)

cos(γ/2)
erf
(

√

log(λ/ǫ)
)

= Θ
(√

λ
)

. (36)

This proves the second part of Theorem1. Note thatD has a singularity atγ= π which implies that the first

moment of the delay exists only forγ <π.

V. I MPLICATIONS

The outcome of this analysis suggests that the expected per-node throughput in random networks approaches the

upper bound in the scaling sense if nodes employ power control in conjunction with a nearest neighbor forwarding

strategy. In this case, the expected delay for a randomly chosen transmitter-receiver pair approaches the lower bound

in the scaling sense. Note that these results are obtained while ensuring connectivity (with probability1− ǫ, where

0<ǫ≪ 1) in the network. Hence, we state that the throughput-connectivity trade-off can be resolved: by ensuring
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connectivity we can use a simple routing scheme and due to power control, we do not have to drive the network

in the self-interference limited regime.

The gain of the NFP strategy can be best illustrated by comparing it to its counterpart, namely the MVR strategy.

Recall that while NFP minimizes spatial contention, MVR intends to maximize the progressZ and thus increases

spatial contention. If we consider now the caseǫ
λ → 0 we find that in the MVR strategyZ ≃R≃ rc, since a node can

follow this strategy better and better due to the fact that the average number of potential relays increases withlogλ.

In this case, power control has no effect anymore and the network model becomes similar to the one in [1]. Hence,

we expect that employing the MVR strategy results in an expected per-node throughput ofT =Θ

(

1√
λ log λ

)

. From

[6] we can obtain the PDF ofZ and the conditional PDF ofR givenZ, so that we can first decompose and then

calculateT andD in a similar fashion as in the case of NFP. Fig. 3 shows the scaling behavior of the expected

throughput-progressT for the two forwarding strategies. The results for the MVR strategy were obtained through

numerical integration techniques. From Fig. 3 it can be seenthat T is consistent with the results in [1] for the

MVR strategy.

Fig. 4 shows the scaling behavior of the expected packet delay normalized to the one-hop progressD for the

two forwarding strategies. In the case of NFP, the central angle was set toγ=0.9 π. Note thatD has a singularity

at γ=π sinceE
{

1
Z

∣

∣

∣
R
}

does not exist in this case. Again, the results for the MVR strategy are consistent with

prior literature [18]. In the case of NFP,T andD achieve the optimal throughput-delay trade-off introduced in [18]

for a fixed wireless network.

Due to the independence between the hops, we can obtain the expected per-node throughput by dividingT by

the expected path length on a sphere with unit area, which isπ
2 , as well as the expected delay by multiplyingD

by π
2 . Furthermore, the results can be scaled by

√
A for arbitrary large spheres.

An interesting fact of the NFP strategy is the scaling behavior of the expected split of resources a typical node

experiences, i.e., the limitslimλ→∞ E{I + 1} and limλ→∞ E{ 1
I+1}. These values can be bounded by

1 + 2β
π

γ
≤ lim

λ→∞
E{I + 1} ≤ 1 + 4β

π

γ
(37)

and

eγ

2βπ

[

Ei1(1)− Ei1
(

1 + 2β π
γ

)]

≤ lim
λ→∞

E

{

1

I + 1

}

≤ γ

2βπ
log
[

1 + 2β π
γ

]

, (38)

respectively, where Ei1(z)=
∫∞
1 t−1ezt dt is the exponential integral. It can be seen from (37) and (38)that the

expected split of resources, either representing the delayor the throughput, converges toward a constant which is

independent fromλ. This constant depends only on the traffic intensityβ and on the central angleγ. Hence, the

amount of spatial contention is independent of the network size for the NFP strategy.

Fig. 5 shows the impact of the traffic intensityβ on the expected per-node throughputT for a fixedλ. It can

be seen that for largeβ, i.e., high network load and/or large guard zone, the NFP performs better than the MVR

strategy. This is because self-interference is the limiting performance factor in the high traffic regime. However, for
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low β, spatial contention is comparably small and performance ismainly determined by the one-hop progressZ,

i.e., T ≃E{Z} andD≃E

{

1
Z

}

. In this low traffic regime, MVR becomes superior sinceZ is maximized with this

strategy. An optimal forwarding scheme should therefore use an adaptive strategy, taking into account the actual

traffic intensityβ in order to maximize throughput or minimize delay, respectively.

VI. CONCLUSION

We addressed the question if the throughput-connectivity trade-off in random networks can be resolved when

nodes are allowed to employ power control. The idea behind this is that nodes can set their transmission ranges

such that connectivity in the network is ensured (with probability 1− ǫ, where0<ǫ≪ 1) while they can reduce

their actual transmission power within this range (in orderto minimize spatial contention). In this work, power

control simply had to compensate for the path loss to ensure acertain received signal strength at the receivers.

Furthermore, greedy geographic forwarding was used for modeling the routing scheme. It was found that if nodes

use power control in conjunction with a simple nearest neighbor forwarding strategy, i.e., nodes transmit only to

their nearest neighbor, the expected per-node throughput isΘ

(

1√
λ

)

, while connectivity is ensured with probability

1− ǫ. Similarly, the expected delay was found to beΘ
(√

λ
)

.

Furthermore, we compared the nearest neighbor forwarding strategy NFP to its counterpart strategy MVR, which

intends to maximize the one-hop progress. It was found that the latter strategy outperforms the former one in terms

of both expected per-node throughput and delay for low traffic intensities, i.e., small network loads and small spectral

efficiencies. This is because in the low traffic regime, performance is mainly determined by the amount of one-hop

progress rather than spatial contention. For high traffic intensities, we found that the NFP strategy performs better

because it minimizes spatial contention. We also showed through numerical computation that the expected per-node

throughput and the expected delay areΘ
(

1√
λ log λ

)

andΘ
(√

λ
log λ

)

for the MVR strategy which is consistent with

the results obtained for random networks in [1].

We conclude that the throughput-connectivity trade-off inrandom networks can generally be resolved if we take

into account power control as an additionally degree of freedom. If nodes in a random network employ power control

in such a way that they can follow a simple nearest neighbor forwarding strategy, the expected per-node throughput

scales with the upper boundΘ
(

1√
λ

)

. In this case, throughput and delay achieve the optimal throughput-delay

scaling trade-off.

VII. C RITICAL RADIUS FOR GLOBAL CONNECTIVITY

Let the random variableζi denote the degree of nodeXi in the forwarding area, i.e., the number of neighbors

of nodeXi in a circle sector with central angleγ and radiusrc (see Fig. 1). Theζi are Poisson distributed with

intensityλγ
2 r

2
c . Then, global connectivity is defined as the joint event of all nodesXi finding at least one node

(ζi ≥ 1) in the forwarding area. To determinerc, we let the probability of the complimentary event to be at most
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ǫ, 0<ǫ≪ 1, i.e.,

ǫ ≥ P{ζ1 = 0}+ P{ζ2 = 0}P{ζ1 ≥ 1}+ · · ·

+ P{ζλ = 0}P{ζ1 ≥ 1, . . . , ζλ−1 ≥ 1}

=

λ
∑

k=1

P{ζk = 0}P
{

k−1
⋂

ℓ=1

ζℓ ≥ 1

}

. (39)

Neglecting the second probability in the sum, we find that

λ
∑

k=1

P{ζk = 0} = λe−λ γ
2
r2 ≤ ǫ (40)

is a sufficient condition for the complementary event. Solving λe−λ γ
2
r2 ≤ ǫ in (40) for r yields the critical radius

rc =

√

2
logλ− log ǫ

λγ
. (41)

Note that by substitutingc := log 1
ǫ with limλ→∞ ǫ(λ)= 0, we obtain a similar result for asymptotic connectivity

as in [3].
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Fig. 1. The NFP scheme: only nodes that are within the forwarding area (white area) are considered as potential relays. Node Xi currently

holding the packet selects nodeXj as relay since this node realizes (7).
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Fig. 2. Illustration of the problem of counting violations twice: the number of violations regarding the reference receiver Xj is 2 (pairs

{X1,X2} and {X5, X6}). Number of violations regarding the reference transmitter Xi is 2 (pairs{X3,X4} and {X5, X6}). Hence, the

violation created by the pair{X5,X6} is considered twice.
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Fig. 3. Expected Throughput-ProgressT for MVR and NFP. Guard zone∆=1, network loadp=1, central angleγ=π, spectral efficiency

η=1 and connectivity is ensured with probability1− ǫ=0.99.
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Fig. 4. Expected packet delay normalized to the one-hop progressD for MVR and NFP. Guard zone∆=1, network loadp=1, central angle

γ=0.9π, constant one-hop delayα=1 and connectivity is ensured with probability1− ǫ=0.99 .
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